Chapter 10 Online Appendix

This appendix provides greater guidance on issues raised in Chapter 10 of Managing and Implementing eGovernment.

Longer Group Activities

Activities marked [I] are seen as most suitable for in-class group work. Activities marked [A] are more likely to need some period of assigned activity outside of class.
Section 10.2

[A] - Review the dimension-specific risk mitigation ideas listed in Box 10.1 in the main text. Use case study resources plus your own knowledge to identify at least two further gap-closure ideas for each of the seven ITPOSMO dimensions.

Sections 10.2–10.4

[I] Consider a set of the risk mitigation techniques for e-government projects that have been suggested in the main text of Chapter 10. For example, rich pictures, customization, incrementalism, hybrid development, KISS, supporting informal information systems, consensus, prototyping, and end-user development. Pool your knowledge of one particular public agency, or of public agencies in general, and discuss whether or not these techniques could feasibly be applied in practice.

[A] Select one half of the group to be developers, and one half to be users. The developers should jointly develop a simple database (e.g. of client or personnel records) plus data entry and reporting interface. They should then prototype the system with the user group, and collect feedback that could be used for system improvement (a form is available in Section 10A.6 of this Online Appendix). Reflect on your experience to draw conclusions about the pros and cons of prototyping as a technique for risk mitigation in e-government systems development.

10A.1 Simple Factor Approach to Risk Assessment and Mitigation

(This section links from the introduction to Chapter 10 of Managing and Implementing eGovernment.)

The main chapter text focuses on the design–reality gap approach to risk assessment and mitigation. This section focuses on a rather simpler factor-based approach.

The factor approach is fairly simple and subjective, based on an analyzed list of success and failure factors for e-government projects (Heeks, 2003a). It reworks the ITPOSMOO checklist; particularly expanding the ‘Objectives and values’ dimension into elements on drivers, strategy and change management. This model focuses particularly on the softer, human aspects of e-government that are known to be critical to e-government success and failure. In doing this, the model fails to specifically identify harder aspects like ‘information’, ‘process’ and ‘other resources’. Arguably it should do so: these dimensions could easily be added to the model.

The Model

This model shown in Figure 10A.1 summarizes the reasons behind success and failure of e-government projects. Left-pointing items encourage failure; right-pointing items encourage success. The factors are explained in more detail in Table 10A.1.


Figure 10A.1 A factor model for e-government success and failure
Table 10A.1 eGovernment success and failure factors
	Failure factors
	Success factors

	Lack of external pressure: No drivers from outside the public sector
	External pressure: Ddrive for reform from outside government, e.g. from citizen groups

	Lack of internal drivers: For example, pressures only from IT vendors, with no internal ownership (or understanding of e-government)
	Internal political desire: Drive from key government officials for reform and for achievement of e-government goals

	Lack of vision and strategy: Lack of any long-term view, lack of guidance, and lack of link between ends and means; may be caused by ever-shifting senior staff and/or ever-changing policy and political environment
	Overall vision and strategy: Overall vision and master plan for government reform and for e-government, identifying ‘where we want to get to’, seeing IT as the means not the end, and integrating IT with broader reform objectives

	Poor project management: For example, absence or weakness of controls; ineffective procurement
	Effective project management: including clear responsibilities, good planning and consideration of risk, good monitoring and control, good organization of resources, and well-managed partnerships between public agencies, and public–private

	Poor change management: Lack of support from senior officials (causing lack of resource allocation, and negative message to other groups); lack of stakeholder involvement (causing lack of ownership)
	Effective change management: Including leadership with a project champion, use of incentives to create commitment to and ownership of e-government project, and stakeholder involvement to build support and minimize resistance

	Dominance of self-interested politics: Focus of key players on personal needs and goals, often related to ‘playing politics’, with symptoms like infighting, resistance where loss of power is feared, ‘me too’ copying of e-government solutions for image purposes, obsession with short-term kudos, and corruption
	Avoidance of self-interested politics

	Poor/unrealistic design: Caused particularly by lack of inputs from key local stakeholders, leading to designs that are over-technical, over-ambitious, or mismatched to local environment (culture, values) and needs. Other design problems: lack of piloting, lack of fit to organizational structure
	Effective design: An incremental/piloting approach with feasible objectives and quick, scalable outcomes; participatory involvement of all stakeholders, leading to designs that meet real user needs and match real user contexts

	Lack of requisite competencies: For example, lack of IT knowledge and skills among developers, officials and users/clients/operators; lack of local knowledge among developers; lack of awareness among clients; high staff turnover
	Requisite competencies: Presence of the necessary skills and knowledge, especially within government itself; existence of both management and IT skills and knowledge

	Inadequate technological infrastructure
	Adequate technological infrastructure

	Inadequate data infrastructure: Data that falls down on one or more CARTA characteristics (completeness, accuracy, relevance, timeliness, appropriateness of presentation); data incompatibilities or inaccessibilities
	Adequate data infrastructure: Good quality of underlying digitized data, supported by clear controls and incentives to sustain quality

	Inadequate legal infrastructure: Absence of necessary legal framework for e-government
	Adequate legal infrastructure: A broader legal framework that facilitates electronic transactions and data security, privacy and access

	Insufficient money and time: For either implementation or ongoing operation
	Sufficient money and time: For both implementation and ongoing operation


Risk Assessment: Basic Scoring

Risk assessment consists of questions relating to the identified factors, with attached rating numbers.

Notes:

· Work through the factor questions one by one.

· You give a rating number for your answer. The rating for each answer can be anywhere on a scale from 0 to 10: the higher the number, the less risky the project. Examples are only given for 0, 5 and 10, but all numbers in the range are possible.

· It may be necessary to conduct further data gathering (interviews, document analysis, observations, questionnaires, etc.) in order to adequately answer the questions.

1. Drivers

Factor question 1a: How strong is the drive for change from outside the public agency (e.g. from central government, or from citizens, etc.)?

Answer rating: From 0 for ‘non-existent’ through 5 for ‘moderate’ to 10 for ‘intense’.

Factor question 1b: How strong is the drive for achievement of e-government goals from key agency officials?

Answer rating: From 0 for ‘non-existent’ through 5 for ‘moderate’ to 10 for ‘intense’.

2. Strategy

Factor question 2: Is there a clear, long-term strategy for e-government that sees IT as a means to achieving broader reform objectives?

Answer rating: From 0 for ‘no strategy at all’ through 5 for ‘partial strategy’ and/or ‘only partly clear’ and/or ‘somewhat unstable’ and/or ‘sees IT more as an end than a means’ to 10 for ‘strategy that meets all the stated criteria’.

3. Management

Factor question 3a: How good is project management for the project?

Your assessment should cover at least the following six sub-points as examples of good practice: 
· the presence of clear project responsibilities; 
· consideration of risk; 
· good monitoring and control; 
· good organization of resources (including staff); 
· good management of partnerships (with private suppliers and with other public agencies); and 
· effective procurement.

Answer rating: From 0 for ‘very poor’ through 5 for ‘moderate’ to 10 for ‘very good’.

Factor question 3b: How good is change management for the project?

Your assessment should cover at least the following four sub-points as examples of good practice: 
· strong leadership from a project champion; 
· support of senior officials and other powerful stakeholders; 
· use of incentives to create commitment and ownership among stakeholders (including operational staff and client-users); and 
· strong stakeholder involvement that builds support.

Answer rating: From 0 for ‘very poor’ through 5 for ‘moderate’ to 10 for ‘very good’.

Factor question 3c: How much are key players just focusing on personal self-interest and playing politics?

Signs of this that could form a checklist include all the items taken from Table 10A.1 above: 
· infighting; 
· resistance where loss of power is feared; 
· ‘me too’ copying of e-government solutions for image purposes; 
· obsession with electoral impacts and short-term kudos; and 
· corruption.

Answer rating: from 0 for ‘very much’ through 5 for ‘somewhat’ to 10 for ‘very little’.

4. Design

Factor question 4: How effective and realistic is the design of the e-government project?

Your assessment should cover at least the following four sub-points as examples of good practice: 
· an incremental/piloting approach; 
· quick and feasible objectives; 
· strong stakeholder involvement ensuring design meets real needs; and 
· an understanding in the design of the ‘human factor’, including local culture and values.

Answer rating: From 0 for ‘very ineffective and unrealistic’ through 5 for ‘moderately effective and realistic’ to 10 for ‘very effective and realistic’.

5. Competencies

Factor question 5: Are the required competencies present?

Assessment of competencies should at least approximate to a three-dimensional matrix that covers: 

· the different categories of competency (skills, knowledge and attitudes); 

· the different stakeholder groups (e.g. system developers, system managers, organizational managers, system operators, system users, etc.); and 

· the different areas of competency (e.g. strategic, change/project management, information systems development and management, hands-on, interpersonal, ‘intelligent customer’ (contracts, suppliers, procurement), etc.).

Answer rating: From 0 for ‘completely absent’ through 5 for ‘some presence’ to 10 for ‘all present’.

6. Infrastructure

Factor question 6: Is the technological, data and legal infrastructure adequate?

Assessment would cover the presence and resilience of data systems, software, hardware, and telecommunications. Where appropriate, this can include assessing whether systems (data, software, hardware) supposed to ‘talk to each other’ are actually compatible. Assessment would also cover the presence/absence of necessary laws for e-government

Answer rating: From 0 for ‘wholly inadequate’ through 5 for ‘moderate’ to 10 for ‘completely adequate’.

7. Other Resources

Factor question 7: Are there other factors likely to cause the e-government project to fail?

This would relate particularly to money or timescales as well as other issues.

Answer rating: From 0 for ‘yes’ through 5 for ‘perhaps’ to 10 for ‘no’.

Risk Assessment: Action and Discussion

Overall Rating Analysis

The simplest thing you can do is add up all the rating scores and interpret them according to Table 10A.2.

Table 10A.2 Factor risk assessment and likely outcomes for e-government projects
	Overall rating
	Likely outcome

	0–20
	Your e-government project will almost certainly fail unless action is taken.

	21–40
	Your e-government project may well fail unless action is taken.

	41–60
	Your e-government might fail totally, or might well be a partial failure unless action is taken.

	61–80
	Your e-government project might be a partial failure unless action is taken.

	81–100
	Your e-government project may well succeed.


Force-field Diagram

An alternative presentation would use a force-field diagram, which lists drivers/enablers on one side and constraints on the other. To represent these, a rating score of 5 on any factor would be taken as neutrality (no overall impact, so not included in the diagram); a score above 5 means the factor is an enabler; a score below 5 means the factor is a constraint. The size of difference from 5 represents the strength of enabler or constraint. The strength is represented by the length of the arrow in the force-field diagram. This is illustrated in the worked example below.

When identifying factors as enablers, wording can be changed to the positive aspect of the factor (e.g. changing ‘project management’ to ‘good project management’), and vice versa when factors are identified as constraints (e.g. ‘poor project management’).

Individual Factor Analysis and Action

The rating scores for each individual factor can be presented using a table or force-field diagram arranged to show the scores in order from largest to smallest. The factors identified as the largest constraints are those that should be prioritized for action if risks of failure need to be addressed.

Variations on the Basic Technique

The basic technique makes a questionable assumption – that all factors are equally important to the success and failure of the project. A more complex variation would involve two rounds. In the first round, the risk assessment team would assign a weight to each of the identified factors – external pressure, internal political desire, overall vision/strategy, project management, change management, politics/self-interest, design, competencies, infrastructure (technological/data/legal), other. An ‘ordinary’ factor might be given a weight of 1; a factor that was considered ‘important’ in the particular e-government project could be given a weight of 2; and a factor that was considered ‘very important’ in the particular project could be given a weight of 3. The weighting score would be multiplied by the rating to give an overall set of weighted ratings. For example, if external pressure was felt to be very important for this specific project, it could be given a weight of 3. If that pressure was found to be only moderate, it could be given a rating of 5. The overall weighted rating for that factor would be 3 × 5 = 15.

A yet more complex variation would involve three rounds. In the first round, the risk assessment team would assess which factors are relevant to the success and failure of the particular e-government project. It would consider not only those factors listed just above, but also other factors as well. The second round would weight these factors. The third round would give a rating score to each factor.

Pros and Cons of this Technique

This technique is simple and quick to understand and put into practice. On the downside, at least in its simple form, it assumes that ‘one size fits all’ e-government projects, which we know is not really true. Also, the questions, being relatively few in number, sometimes try to cover quite a range of different issues in a single question.

Risk Assessment: Worked Example

A new web-based procurement system is being implemented by the Ministry of Transportation in Gedactia. Introduction of the system is being promoted and partly funded by a central government initiative, which has put in place many of the formal skills and technology required, but the project has relatively little internal support. Is this e-government project likely to succeed or fail? An assessment and answer are given below.

Questions, Answers and Ratings

Factor question 1a: How strong is the drive for change from outside the public agency?

Answer: Central government is pretty keen on seeing significant changes in the way the Ministry of Transportation operates.

Rating: 8

Factor question 1b: How strong is the drive for achievement of e-government goals from key agency officials?

Answer: Officials are relatively happy with the way things work at present, and are generally fearful of change, particularly change involving IT.

Rating: 2

Factor question 2: Is there a clear, long-term strategy for e-government that sees IT as a means to achieving broader reform objectives?

Answer: It is questionable whether there is really any commitment within the Ministry of Transportation to stated reform objectives, and officials are only just now starting to identify policies and strategies for IT.

Rating: 2

Factor question 3a: How good is project management for the project?

Answer: Central government has insisted on bringing in external, private-sector consultants to help coordinate the e-procurement project. They bring with them a strong set of rational, textbook skills in project management and experience of e-business projects. On the downside, they have little awareness of the specific issues facing the Gedactian public sector.

Rating: 7

Factor question 3b: How good is change management for the project?

Answer: There is little or no internal support or championing of the project, and little internal ownership. The consultants have made some half-hearted attempts to get stakeholders involved, but they seem to see central government as their main client.

Rating: 2.5

Factor question 3c: How much are key players just focusing on personal self-interest and playing politics?

Answer: There is a fair amount of this going on; even, arguably, within the consulting firm which seems to care more about its reports and its appearance than about a successful system. Many internal staff are resistant to the project, partly for personal reasons, but also because they don't feel e-procurement is an appropriate priority for the Ministry.

Rating: 2

Factor question 4: How effective and realistic is the design of the e-government project?

Answer: The consultants have created a very professional-looking design that incorporates an incremental/step-by-step approach, and some quick wins. However, it feels more like an off-the-shelf solution than one that is matched to local needs and conditions.

Rating: 5

Factor question 5: Are the required competencies present?

Answer: On the technical side, things are looking good – the consultants know what they are doing, and they are well advanced in providing hands-on training for local staff. On the other hand, many interpersonal and change-related skills and knowledge are lacking, especially within the Ministry of Transportation.

Rating: 5

Factor question 6: Is the technological, data and legal infrastructure adequate?

Answer: The consulting firm seems likely to be able to introduce a sound technological infrastructure for the project. There are some compatibility issues, particularly the low level of IT access among smaller suppliers. Basic laws for e-procurement are in place.

Rating: 7

Factor question 7. Are there other factors likely to cause the e-government project to fail?

Answer: Not that can be identified at present. Sufficient funds are being provided by central government for the first two years of the project, though a question hangs over the ongoing financial sustainability of the project.

Rating: 7.5

Table of Results

In the example shown in Table 10A.3, the first column lists the factors, the second column lists the rating score, and the third column lists the difference from 5 that is then drawn in the force-field diagram below.

Table 10A.3 Worked example factor rating results table
	Factor
	Rating score
	Enabler/constraint strength

	External pressure
	8
	Enabler 3

	Internal political desire
	2
	Constraint 3

	Overall vision/strategy
	2
	Constraint 3

	Project management
	7
	Enabler 2

	Change management
	2.5
	Constraint 2.5

	Politics/self-interest
	2
	Constraint 3

	Design
	5
	Neutral

	Competencies
	5
	Neutral

	Infrastructure
	7
	Enabler 2

	Other resources
	7.5
	Enabler 2.5

	Overall rating
	48
	–


Force-field Diagram

A summary of drivers and constraints can be provided as a diagram, as shown in Figure 10A.2.

	Drivers/Enablers 
	Constraints

	Good project management
	Poor change management

	Sound technological infrastructure
	Lack of internal political desire

	Other
	Lack of overall vision/strategy

	Strong external pressure
	Dominance of self-interest


Figure 10A.2 Worked example force-field diagram
Conclusions and Action

Given the overall rating of 48, the project is at some risk of failure unless action is taken. One main set of actions would be to try to overcome or reduce the main identified constraints (i.e. starting at the bottom right of the force-field diagram and working upwards, trying to identify ways to ameliorate each constraint in turn).

Risk Mitigation

Risk mitigation actions have been identified in many parts of the main text. Examples include:

· Improved vision/strategy: Adopt the approach described in Chapter 3.

· Improved project management: adopt the approach to projects described in Chapter 5.

· Improved change management: Adopt the approach to stakeholder objectives and motivations described in Chapter 10.

· Addressing politics/self-interest: Tune into political cycles and self-interest rather than ignoring it; as described in Chapters 5 and 10.

· Improved design: Adopt the approach to design described in Chapters 9 and 10.

· Improved competencies: Adopt the approach to people and competencies described in Chapters 5 and 12.

· Improved technology: Adopt the approach to technology design described in Chapter 9.

Activities
Group class: Discuss the factors shown in Figure 10A.1 and described in Table 10A.1. Is this a comprehensive list, or are there important issues that are missing?

Group assignment: Obtain an e-government case study with a fair degree of detail. Run it through the risk assessment scoring system described above. How does the score compare to the outcome in reality? If the two differ, can you explain why?

eGovernment project development: Use the simple factor method to assess risks on your e-government project. Can you draw any conclusions for risk mitigation actions separate from those produced by the design–reality gap method?

10A.2 Other Risk Assessment/Mitigation Models

(This section links from the introduction to Chapter 10 of Managing and Implementing eGovernment.)
Chapter 10 focuses on the gap analysis approach to risk assessment and mitigation for e-government systems. Other ideas on risk assessment can be found at the following locations:

UK Office of Government Commerce

A guide to risk assessment on e-government projects:

http://www.ogc.gov.uk/sdtoolkit/workbooks/risk/index.html
State of California

Risk Assessment Model:

http://www2.state.id.us/itrmc/pubs&resources/resources/ram_index.htm
National Electronic Commerce Coordinating Council

Risk assessment guidebook including e-government issues:

http://www.ec3.org/Downloads/2000/Risk_Assessment_Guidebook.pdf
Other issues about the risks of ‘cyber-liability’ that are relevant to e-government projects are discussed in Chapter 6 and the Online Appendix to Chapter 11.

All of these represent very rational models for risk assessment. These must be set alongside a political reality check. One reason public managers go for risky projects (such as ‘big bang’ approaches or outsourcing that defies rationality) is that high flyers in the public sector typically gain promotion by staying only a couple of years in any one role (Cross, 2002b). This is long enough to be associated with risky, high-profile initiatives; not long enough to have to deal with the mess.

Activity

Group assignment: Review the other approaches described at the links shown above. Analyze their pros and cons compared to the design–reality gap analysis approach.

10A.3 Variations on Gap Rating Approach to Risk Assessment

(This section links from Managing and Implementing eGovernment, Section 10.1.)

The basic technique for rating design–reality gaps as a part of risk assessment for e-government is described in Chapter 10. However, there are variations on this technique, as described in this section.

Weighted Dimensions
The basic design–reality gap technique makes a questionable assumption – that all dimensions/gaps are equally important to the success and failure of the project. A more complex variation would involve two rounds. In the first round, the risk assessment team would assign a weight to each of the dimensions. An ‘ordinary’ dimension might be given a weight of 1; a dimension that was considered ‘important’ in the particular e-government project could be given a weight of 2; and a dimension that was considered ‘very important’ in the particular project could be given a weight of 3. The weighting score would be multiplied by the rating to give an overall set of weighted ratings. For example, if ‘objectives and values’ were felt to be very important for this specific project, that dimension could be given a weight of 3. If the design–reality gap on that dimension was felt to be only moderate, it could be given a rating of 5. The overall weighted rating for that dimension would be 3 × 5 = 15.

From experience, the objectives and values dimension should be given a higher weighting than other dimensions because it incorporates key elements such as politics, culture, self-interest, motivation, and the aspirations that a whole variety of different stakeholder groups seek to achieve from the new e-government system.

More Complex Dimensions
The use of just seven rating scales is very much a ‘blunt instrument’. A more sophisticated – also more time-consuming – approach is to break each main dimension down into a series of sub-dimensions. Each sub-dimension is then allocated its own rating scale. For instance:

· The ‘technology’ dimension could be broken down into three sub-dimensions: software, hardware and networks.

· The ‘staffing and skills’ dimension could be broken down into one sub-dimension for each significant staff and client grouping involved and/or one sub-dimension for each of six key e-government competencies (strategic, change/project management, information systems development and management, hands-on, interpersonal, ‘intelligent customer’ (contracts, suppliers, procurement)).

Such sub-dimensions can either be pre-set or they can be determined within a facilitated workshop. In the latter case, sub-dimensions can be attuned to particular organizational context.

Creating Your Own Dimensions
The ‘attuning’ just mentioned can go further: stakeholders can use the seven suggested ITPOSMO dimensions merely as a starting point for discussion, and can then develop their own particular dimensions and sub-dimensions that are seen to be relevant to the specific context. Design–reality gaps can then be assessed for each one of those dimensions/sub-dimensions.

Process as the Focus
In the basic and variant approaches described above, two things can be borne in mind:

· The outcome: A sense of gap between design and reality.

· The process: The deeper understanding – of reality, of design, of other stakeholders – that gap analysis creates.

In some situations, the process may be more valuable than the outcome. It may then be appropriate to take a more iterative, learning approach to gap analysis. Here, stakeholder groups revisit gap analysis at regular intervals during the project cycle. They reflect on the dimensions selected, the ratings and the closure techniques. They also reflect on what has been learned about the project and the e-government implementation process.

Activity

Group class: You are part of a team to undertake risk assessment of an e-government project using the design–reality gap method. Decide which of these variants, if any, you will employ.

10A.4 Examples of Risk Assessment Using Gap Analysis

(This section links from Managing and Implementing eGovernment, Section 10.1.)

This section provides some examples of risk assessment using design–reality gap analysis, in order to explain the technique in greater detail.

Worked Example

A new web-based procurement system is being implemented by the Ministry of Transportation in Gedactia. Introduction of the system is being promoted and partly funded by a central government initiative, which has put in place many of the formal skills and technology required, but the project has relatively little internal support. Is this e-government project likely to succeed or fail? An assessment and answer are given below. 

Questions, Answers and Ratings

Information

Question: What is the gap between the information assumptions/requirements of the new e-procurement system design, and the information currently in use in reality in the Ministry of Transportation?

Answer: The project consultants have made use of a fairly generic design for the e-procurement system. In reality, this matches some core elements of information currently in use in Gedactian procurement. However, the Ministry of Transportation currently makes use of slightly different information to this ‘one size fits all’ assumption. In reality also, there are shortcomings in availability of information that the design assumes will be present – a list of all government suppliers, accurate pricing information, and a clear set of guidelines on procurement. Thus there is a fair-sized gap between the information assumptions of the design and current realities.

Gap rating: 6.5

Technology

Question: What is the gap between the technology assumptions/requirements of the new e-procurement system design, and the technology currently in use in reality in the Ministry of Transportation and its suppliers?

Answer: The e-procurement system design assumes the presence of a set of robust Internet connections, web servers, and procurement software within the Ministry; it also assumes the presence of Internet-connected systems in a broad range of suppliers. In reality, the ministry currently makes fairly limited use of IT, and there are low levels of IT access among smaller suppliers.

Gap rating: 5.5

Processes

Question: What is the gap between the work processes required for successful implementation of the new e-procurement system design, and the work processes currently in use in reality in the ministry and its suppliers?

Answer: The e-procurement system design requires a set of formal, rational work processes that deal efficiently with procurement. These proposed work processes under the new system design would significantly rationalize and alter current procurement procedures; particularly eliminating certain informal and short-cut methods of procurement that are in operation.

Gap rating: 7

Objectives and values
Question: What is the gap between the objectives and values that key stakeholders require for successful implementation of the new e-procurement system design, and their current, real objectives and values?

Answer: The e-procurement system design assumes a procurement system that values rational functioning within public agencies, such as freedom of procurement from political interventions. The design assumes objectives of greater efficiency (whatever the impact on jobs), and of the spread of e-government. The reality is somewhat different, though it varies from stakeholder to stakeholder. Central government – who are driving the project – largely share these objectives and values; as do the project consultants, IT vendors, and a few suppliers. Many senior officials do not share them: they are either happy with the status quo or they have other priority objectives than e-procurement; they support a politicized rather than rational culture within the ministry; and they are not particularly keen on the spread of IT within government. Many clerical staff within the ministry similarly do not share the design objectives and values: they fear the new system and they cannot see its value.

Gap rating: 7.5

Staffing and skills
Question: What is the gap between the staffing numbers and skills levels/types required for successful implementation of the new e-procurement system design, and current, real staffing and skills?

Answer: The e-procurement system design assumes the presence of a whole range of competencies for both its implementation and its ongoing operation. For example, it assumes a reasonable-sized team with good experience of designing and implementing e-procurement systems; it assumes good knowledge within that team of Gedactian public sector specificities; it assumes some capacities within the Ministry of Transportation to manage the implementation contract and the procurement system; it assumes a set of hands-on IT skills among clerical staff in the ministry and suppliers outside. In reality, some of these competencies are present and some are not. The project team has good experience, but knows little about the inner workings of the Gedactian public sector; the ministry has a limited set of management expertise; clerical staff have a few basic IT skills but not the higher-level skills that operation of the new e-procurement system will require; larger suppliers have relevant IT skills to make use of the new system but some smaller suppliers do not.

Gap rating: 6

Management Systems and Structures

Question: What is the gap between the management systems and structures required for successful implementation of the new e-procurement system design, and current, real management systems and structures?

Answer: The e-procurement system design assumes some limited changes to management systems compared with current reality, with the introduction of some IT management of the web systems, and some changes to oversight mechanisms for procurement. The design assumes no significant changes to ministry or supplier structures.

Gap rating: 2.5

Other resources
Question: What is the gap between the other resources (money, time, other) required for successful implementation of the new e-procurement system design, and current, real availability of those resources?

Answer: The e-procurement system design assumes two sets of financing to be available. First, a larger sum for introduction of the system; second, a smaller ongoing sum for system operation and maintenance. In reality, central government is making available the money for the first set, and for the second for the first two years. The design also assumes a relatively gentle timescale, using an incremental approach to roll-out of the system. This seems to match fairly well with the amount of time that staff have available (and that political timescales impose).

Gap rating: 2.5

Table of Results

Table 10A.4 Worked example design–reality gap risk assessment results
	Dimension
	Rating

	Information
	6.5

	Technology
	5.5

	Processes
	7

	Objectives & Values
	7.5

	Staffing & Skills
	6

	Management Systems & Structures
	2.5

	Other Resources
	2.5

	Overall total
	37.5


Diagram of Gaps

The ratings shown in Table 10A.4 can also be displayed more visually, as illustrated in Figure 10A.3.

Figure 10A.3 Worked example design–reality gap diagram
Conclusions and Action

Given the overall rating of 37.5, the project is at some risk of failure unless action is taken. The main actions needed are to reduce the largest design–reality gaps (i.e. starting at the top of the gap diagram and working downwards, trying to identify ways in each case to make design more like reality and/or to make reality more like design). Further general details about actions to take are provided in the main book text.

Real-World Example: Electronic Networking for a Ministry of Education in East Asia

by Wei Jing and Richard Heeks

Background

The national Ministry of Education is the apex body in charge of education in the country, employing around 400 staff. It is suffering a loss of staff through retirement and movement to the private sector, yet it needs to improve its operational and strategic effectiveness. Driven by this need, plus the spread of IT within government, a networking project has been designed for the ministry. This seeks to join a series of existing internal and external networks, allowing the ready exchange of documents, messages and ideas. The intended benefits are improved decision making, and reduced time and financial costs for communication. Key internal stakeholders are the Minister, the other staff of the ministry, and staff within the Management Data Centre. Key external stakeholders include regional education departments, and all educational institutions in the country.

Risk Assessment via Design–Reality Gap Analysis

· Information: The design does not aim to significantly alter the reality of the content or presentation of information currently in use within the ministry; what it does assume is that this information will flow more quickly and easily around the organization than it does in reality at present. Design–reality gap rating: 3.5.

· Technology: The design is based on the concept of inter-networking – linking together four networks that already exist in practice (ministry intranet; ministry web site; the National Education Network (that links educational institutions around the country); and the Government National Network (that links government organizations)). The only changes from reality to design are the addition of some new servers, Internet links, and document-sharing/knowledge management software. Design–reality gap rating: 3.

· Processes: The design builds on the reality of current communication and decision-making processes. It does not aim to radically reengineer these processes, merely to support them in order to improve their effectiveness. The design does assume more sharing of data and, hence, some new forms of decision-making that add to those currently found in reality. Design–reality gap rating: 4.

· Objectives and values: The design assumes a relatively open organizational culture in which information is shared quite readily; it also assumes an objective of improving the quality of decision making within the ministry. While key stakeholders in reality share the objective to some degree, there is an ‘information is power’ culture at present that discourages the open sharing of many types of information. Design–reality gap rating: 6.

· Staffing and skills: The design assumes a range of competencies to be present. These include skills of network installation and operation; basic computer literacy among all staff; and skills in the interpretation and use of information up to an understanding of knowledge management. In reality, IT-related skills are present within the ministry, with almost all staff already computer literate. However, information/knowledge-related competencies are rather weaker at present. Design–reality gap rating: 5.

· Management systems and structures: the design of the network itself enables a flexible range of systems and structures to operate, including those already present in reality. However, there is an assumption that the network will also support a more decentralized mode of operations than found in reality at present, and some cross-unit teams are planned that will require far more lateral communication flows. Design–reality gap rating: 4.5.

· Other resources: The design assumes a whole set of capital and recurrent costs for the network. In reality, the ministry has available sources of such revenue. Design assumptions about timescales – allowing for 3-5 years to fully operationalize the inter-network – do not appear to clash significantly with current realities, although a few users have other calls on their time. Design–reality gap rating: 2.

Overall risk assessment and recommendation
The overall gap rating total for this design proposal is 28. According to the gap assessment table provided in the main text (Table 10.1), this suggests some chance of partial failure of the project unless action is taken. The recommendation was to proceed with the project, but undertaking actions to reduce some of the larger design–reality gaps.

Gap Reduction Actions to Mitigate Project Risks

The three largest gaps occur on the objectives and values, staffing and skills, and management systems and structures dimensions. It is these dimensions that are therefore addressed first.

The proposed risk mitigation actions here were:

1 Objectives and values dimension: Alter current reality by altering the current incentives and appraisal in order to encourage and reward the sharing of information. Key elements of new human resource practice include explicit inclusion of information sharing within the annual performance appraisal, which is linked to pay increments; and a specific scheme to identify and reward (both financially and through recognition) examples of good practice in information sharing and/or knowledge-building.

2 Staffing and skills dimension: Alter current reality by developing a set of training activities for staff. These will include:

· Awareness-raising for senior managers about knowledge management, about the value (for them personally as well as for the organization) of information sharing, and about the challenges in moving to a more open, free-flow culture.

· Information/knowledge management training for key staff, customized to their particular job content, aiming to enable those staff to make more effective use of information and knowledge in their work.

· Where necessary, support for development of staff IT skills. This training to be delivered through e-learning packages which not only develop skills but also have a ‘medium is the message’ impact.

3 Management systems and structures dimension: Alter the size of individual design–reality gaps by proceeding only incrementally with ideas about cross-organizational teams.

Activities
In-class: Discuss the proposed risk mitigation actions for the Ministry of Education case. Do you think they are feasible? Do you think they will really reduce risks?

Group class/assignment: Compare the ‘Gedactia’ worked examples for the simple factor approach and the design–reality gap approach. What conclusions can you draw about similarities and differences, benefits and downsides of the two approaches?

10A.5 Examples of Risk Mitigation Using Gap Analysis

(This section links from Managing and Implementing eGovernment, Section 10.2.)

This section provides some real-world examples of risk mitigation using design–reality gap analysis, in order to explain the technique in greater detail.

Real-World Example of eGovernment Success: Computerizing a Central Asian Epidemiology Service

by Valeriya Krasnikova and Richard Heeks

Organization

The national Epidemiology Service of this anonymized Central Asian republic provides plans, reports and programs about a variety of disease and public health issues.

Application Description

The application was the planned introduction of computers into the Epidemiology Service to replace the previously manual processes of gathering, processing, storing and reporting disease and public health data. The main software was a series of packages for registration and analysis of various specific diseases and public health risks. These created a single common computer-based information system with local, regional and national databases that relied on common data items.

Application Drivers

Within the Epidemiology Service, there was a general awareness that the existing information systems did not allow the service to monitor and analyze current health trends properly, or to make public health decisions in an effective and timely manner. Thus, top managers within the service were a key driving force behind the application as they sought improvements in the service's performance. There was also general external support for the program, with the President wedded to modernization of the public sector, and with citizens – becoming used to growing democratic processes in the country – voicing demands for better information and better health services more generally.

Stakeholders

The project was initiated by senior managers of the Epidemiology Service, and agreed by staff of the Ministry of Health. Key users were most staff at all levels within the Epidemiology Service – managers, health specialists, statistical specialists, and (later) information systems personnel – and external users in various ministries, local authorities, research institutions and international organizations. Ordinary citizens were the ultimate source of much of the data, and also the ultimate intended beneficiaries of the project.

Risk Assessment via Design–Reality Gap Analysis

· Information: The design built on the pre-existing data items and systems within the Epidemiology Service but altered these to create an updated and rationalized set of data classes, and a new set of data capture forms. This created a medium design–reality gap on this dimension. Gap score: 5.

· Technology: The design assumed the use of a broad range of software and hardware, with two PCs per Statistical Department in all the offices of the service. The initial reality was manual operations: paper supported by typewriters, phone, fax and post. This created a large design–reality gap on this dimension. Gap score: 8.5.

· Processes: The design assumed automation of pre-existing Epidemiology Service processes with some amendments made to the way in which data was gathered, processed, stored and output – with many previously human processes (including checking and retyping of figures) being altered to computerized processes. Almost all of the key public health decisions were to remain as they did prior to computerization (only assumed to be made more efficiently and effectively). This created a medium design–reality gap on this dimension. Gap score: 5.

· Objectives and values: The design assumed that the objectives of the project (automation of processes, better decision making) were shared by all stakeholders. In reality, prior to computerization, most senior officers supported these objectives, since it was they who had initiated the project. However, most staff within the Statistical Departments initially opposed the system; they feared changes in their working patterns and they feared job losses. Overall, there was a medium design–reality gap on this dimension. Gap score: 5.

· Staffing and skills: The design made two significant assumptions. First, it assumed the ongoing presence during and after implementation of a cadre of staff with strong IT and information systems skills. The initial reality was that no such staff existed in the Epidemiology Service. Second, it assumed a reduction by 50 percent in the numbers of staff within the Statistical Departments since human intervention in many data-handling processes would no longer be required. Clearly, this was significantly different from the initial reality before computerization. The design also assumed the addition of some new skills, but no other changes in large numbers of jobs within the Service. Overall, this created a medium/large design–reality gap on this dimension. Gap score: 7.

· Management systems and structures: the design proposed some cosmetic changes to pre-existing structures, with the Statistical Departments being renamed Information Systems Departments. Otherwise, though, the Epidemiology Service's systems and structures were designed to remain as they were at the point of initial reality. Overall, this created a small design–reality gap on this dimension. Gap score: 1.5.

· Other resources: there were fairly generous allowances for the project timescale – approximately two years – within the overall design that mapped well onto the availability of personnel. The overall design budget called for expenditure of around US$1.1 million, but this was seen as being likely to be roughly matched by staff cost savings in the Statistical Departments. This meant an overall small design–reality gap on this dimension. Gap score: 1.5.

· Overall: there was an overall medium design–reality gap in this case. Total gap score: 33.5.

Design–reality gap reductions during implementation
According to the gap assessment table provided in the main text (Table 10.1), a medium/33.5-score design–reality gap may well bring some problems for an e-government application.

However, the Epidemiology Service took actions during the implementation process that helped to reduce the size of the gaps:

· The automated system was prototyped with various groups of staff. This led to alterations in design elements to ensure they were closer to the real objectives/vision of those staff members; it enabled the active involvement of staff in the project, causing some of their real objectives and values vis-à-vis the system to come more into line with those anticipated within the design; and it reduced the time required to implement the package, bringing it even closer to the reality of time that was available.

· The Epidemiology Service's Human Resource (HR) Department organized a promotional campaign on behalf of the new system, informing all staff about its function and value. They created a set of personal reward/motivation plans. They prepared a set of job positions for those displaced who did not wish to leave the service. All of these helped alter the reality of staff objectives and values held about the system, particularly staff within the Statistical Departments. These objectives and values came more into line with those required within the automation system's design.

· The HR Department also organized a series of training activities, and supported production of a good set of guidance documentation on the system. Both of these brought the reality of staff skills and other competencies more into line with the design requirements.

As a result, what was judged to be a medium design–reality gap at the start of the implementation process had been reduced to a small/medium design–reality gap later in the implementation process.

Evaluation: Failure or Success?

The overall computerization project was largely successful, as might well be expected with a small/medium final design–reality gap implemented over two years.

The project was completed within time and within budget. All of the installed software systems are in frequent use within the Epidemiology Service itself, though usage rates by external users are lower. There has been a small but consistent and significant increase in usage of data provided by the Epidemiology Service. Perhaps most importantly, the system can be credited with a key role in disease control. For example, shortly after the system's introduction in 1997 a rise in diphtheria cases was detected via the system. Coverage of the vaccination program was strengthened, and revaccination was organized. By 2000, coverage levels had risen from an average 88 percent to 99 percent and diphtheria case levels had returned to their historical norm. Such actions were possible with the manual system, but automation reduced the decision-making period from 15 to 2 days, and also helped cut costs by allowing better prioritization, planning and targeting of vaccination.

The only reported problems faced by the project have been constraints due to some rather outdated PCs being included in the installation, and conflicts that initially arose between health/epidemiological staff and information systems staff, including conflicts at management level. Of course, those staff who were displaced from the Statistical Departments might well have a different opinion about the application, and not rate it as ‘largely successful’ from their perspective.

Recommendations for Risk Mitigation: Reducing Design–Reality Gaps

One of the good practices of this project was that it was participative, ensuring that the design and implementation process involved a broad range of stakeholders. Information needs analysis covered managers, statistical officers, and external users to ensure a small gap between designed and actual information needs. The project was guided by a mixed team of epidemiological and information systems specialists, ensuring that design elements such as processes or skill requirements did not fall too far out of line with existing realities in the Epidemiology Service.

The project – if sensitized to the socio-technical rather than purely technical nature of e-government systems – could have anticipated some of the objectives/values problems. If so, it could have introduced from the start the improvisations introduced during implementation by the HR Department.

Real-World Example of eGovernment Failure: An Integrated Information System for Defense Force Management in the Middle East

by ‘Anonymous’
Organization

The Republican Defense Force (RDF) of this anonymized Middle Eastern nation, under control of the Department of Defense (DoD), consists of the nation's army, air force and navy.

Application Description

The application was the planned introduction of an integrated information system (IIS) that would cover all branches of the RDF. This would not only computerize but also integrate a variety of management information systems, including human resource IS, budget IS, accounting IS, and procurement/payment IS.

Application Drivers

Until the mid-1990s, management of the RDF was a hierarchical activity that relied mainly on manual information systems. As the RDF grew during the 1990s, this approach became increasingly inefficient and ineffective. A decision was therefore made to upgrade the management information systems, with a view to improving management processes, and improving the image of the RDF. This also coincided with a more general move to try to improve the functioning of the whole apparatus of government, and with a more general spread of IT, which some senior and middle-rank officers mis-perceived as an overnight solution to a variety of managerial and administrative problems.

Stakeholders

The main stakeholders are those in senior positions (Secretary for Defense and other DoD senior officials, Head of the RDF, Heads of the individual Defense Services, and other senior officers); key advisers or close colleagues of those senior officials and officers; middle-ranking officers who will be involved in the IIS introduction process, including the head of the IT Unit, and others who will be using the outputs of the system; and ordinary service men and women, who will be recorded on the system and may also be operators or users. Local IT firms also had some stake. They can be represented on the matrix of power and interest shown in Figure 10A.4. The most important stakeholders will be those combining highest power and highest interest (senior officers) and there is a continuum down to the least important who have lowest power and lowest interest (ordinary service personnel).
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Figure 10A.4 Power/interest matrix for e-government project
Risk Assessment via Design–Reality Gap Analysis

· Information: The design made relatively few changes to the content of formal information that was in use within the RDF just prior to IIS implementation. It did implicitly assume that informal information would not be used in the RDF – whereas in reality that had been important. The design explicitly required that information be presented in different ways to those used pre-computers, and that information flow in different ways. In particular, the design required a sharing of data within and between the different arms of the RDF. That was quite different to the pre-existing reality by which officers jealously guarded their data both for reasons of personal power and concerns about national security. This created a large/medium design–reality gap on this dimension. Gap score: 8.

· Technology: The design assumed the use of a broad range of new software and hardware, including a series of networked information systems spread across the whole of the RDF. The initial reality was almost entirely manual management information systems, with some PCs in use for word processing. There was also a lack of nation-wide telecommunications infrastructure – even a lack of electricity in some RDF locations. This created a large design–reality gap on this dimension. Gap score: 8.5.

· Processes: The design assumed significant changes to pre-existing RDF management and information-related processes. Although the basics of many management decisions were similar in design and initial reality, those decisions were designed to be made more on the basis of formal information, with a removal of pre-existing duplications and some bureaucratic checks, and with an integrated approach to decision making, particularly financial decision making, that was not present in initial reality. This created a medium/large design–reality gap on this dimension. Gap score: 7.

· Objectives and values: The design assumed that the objectives of the project (automation of processes, integration of processes) were shared by all stakeholders. In reality, pre-IIS, some senior and middle-rank officers shared these objectives, but others did not and DoD officials felt reluctant about the project. The design also assumed a rational, objective culture within the RDFs. In reality, the culture was heavily personalized and tribalized, with management processes strongly affected by conflicts between senior officers, some of whom belonged to different tribes. This reality also jarred with a design assumption that cross-functional team-working would be valued. Overall, there was a medium/large design–reality gap on this dimension. Gap score: 7.

· Staffing and skills: The design assumed the presence of a broad range of staff competencies. These included: good contract design and management skills; strong technical skills from a local IT contractor; sound project management skills; IT skills among all relevant service personnel, including officers; and IT knowledge and awareness among all senior officers. In reality, pre-IIS, virtually none of these competencies were present. For example, the local contractor turned out in practice to be inexperienced and lacking both managerial and technical skills. To take another example, most service personnel lacked IT skills. A few had word processing skills but even those fell below the operational skill requirements assumed in the IIS design. Overall, there was a large design–reality gap on this dimension. Gap score: 8.5.

· Management systems and structures: The design incorporated a notion of decentralized, flexible but integrated decision-making systems. This clashed with the pre-existing reality of autocratic, hierarchical, centralized but disconnected management systems and structures. This meant a large/medium design–reality gap on this dimension. Gap score: 8.

· Other resources: The design requirement was for budgetary expenditure of some US$5 million to be spent on the IT, plus further expenditure for general staff training and IT staff recruitment, to be spent over an 18-month implementation period. The RDF did have such resources in reality. There was also a requirement for commitment of a considerable amount of time by senior and middle-rank officers in the planning of system design and installation. In reality, staff had some other calls on their time: devoting the required time to IIS would necessitate the sidelining of some other duties. This meant an overall medium/small design–reality gap on this dimension. Gap score: 4.

· Overall: There was an overall large/medium design–reality gap in this case. Total gap score: 51.

Design–reality gap changes during implementation
It emerged that the system implemented was a product initially designed for the private sector. Although the RDF design removed inappropriate private sector components, in practice those components were not actually removed by the initial contractor. In other words, the IIS was never customized to specific RDF processes and systems (nor, implicitly, to its objectives and values). The design–reality gap on these dimensions therefore actually increased after initial implementation. The initial contractor was then removed, and a new one introduced, which did attempt some of the designed customizations, bringing the design–reality gap back down to initial levels.

The staffing and skills gap was narrowed somewhat by IT training provided to service personnel. However, this left the gap in other competencies untouched. That gap was affected by the change in contractors – reducing as a more competent contractor was introduced, but growing again when some key project personnel left to work in the private sector. Overall, the gap reduced to a score of c.7.5.

The technology gap narrowed as new IT was brought in (thus changing the reality of the RDF to make it more like the design and bringing the score at the time of case analysis to around 5.5), but other dimensions did not alter because the IIS failed to make an impact on the reality of organizational functioning.

Finally, after a few years, and despite the obvious problems with the system, the design was expanded to incorporate two additional computerized modules, thus creating some modest increase in most design–reality gaps.

In all, after some years of implementation, the overall design–reality gap has not significantly reduced from the initial score.

Evaluation: Failure or Success?

Introduction of the IIS has been largely unsuccessful, bordering on a total failure, as might well be expected with a large-medium/51-score design–reality gap (see gap assessment table provided in the main text: Table 10.1).

The system was implemented but most modules have never worked satisfactorily and never been used, or were just run in parallel with existing practices but not made part of those practices. At the time of analysis – some six years after project initiation – of the five initially envisaged modules, only one was in operational use. In cost/benefit terms, the project has been little short of disastrous, with hundreds of meetings, training sessions, and other uses of staff time plus the direct financial costs all being invested with very little to show on the benefit side of the balance sheet.

Learning: Identifying Causes of Near-Total Failure

The dimensional gaps are arranged in descending order in Table 10A.5, which focuses on the pre-implementation situation.
Table 10A.5 Real-world example design–reality gap risk assessment results

	Dimension
	Rating

	Technology
	8.5

	Staffing and skills
	8.5

	Information
	8

	Management systems and structures
	8

	Processes
	7

	Objectives and values
	7

	Other resources
	4


With such high gap ratings for so many dimensions, it can be argued that all except ‘other resources’ were a contributory cause of the largely unsuccessful outcome. As noted above, the greatly lengthened timescale for the project and the gradual introduction of IT means that ‘technology’ in practice should not be seen as a prime cause of the failure. The remaining dimensions can be grouped into three related areas as causes:

· Trying to change the way of working too much at once: Information/Management systems and structures/Processes dimensions. By changing all these dimensions – looking for a fundamentally different set of working practices – the project tried to do too much at once.

· Mismatch with organizational culture and personal interests: Objectives and values dimension. Like all armed forces, the RDF is a very traditional organization but also one with some strong individual personalities. The way the IIS was designed conflicted directly with both the traditional culture and the self-interests of at least some senior figures.

· Absence of key competencies: Staffing and skills dimension. Such an ambitious project required a strong set of complex competencies that simply were not available.

Any one of these can be problematic – together they created a strong likelihood of failure.

Recommendations for Risk Mitigation: Reducing Design–Reality Gaps

Hindsight recommendations for improvements on this project fall into two main camps:

Generic gap closure recommendations

These are approaches to e-government projects that can help generally to reduce gaps on a number of dimensions:

· Scope limitation: A very simplified e-government analogy is to say that technology and working practices are like a person's two legs. If you try to change just one, that's like asking a person to take one leg off the ground: the result is that they are a little unsteady but can still balance and stand up. Just so, with e-government, if you just change one of the two elements – that is, changing the technology but keeping working practices the same, or changing working practices but keeping technology the same – then the organization may be a little unsteady but it can still keep going. But if you try to change both at once, that's like asking a person to take both legs off the ground at once: the result is that they will fall down. Just so, with e-government, if you change both technology and working practices simultaneously, then the project will often fall down. The lesson for RDF is that the initial project should have been much more limited in its scope and ambition. It should initially have aimed just to introduce computers and networks to the RDF, but to leave current working practices untouched. It could have done this in one of two ways. Most obviously, by automating some of the current administrative/management working practices, but leaving those practices as close as possible to the original form – that is, retaining the same information, the same processes, the same management systems and structures, the same personnel – as much as possible. Alternatively, by focusing on roll-out of basic network applications – email and web access – to a broad range of locations and personnel. This would not change any of the main work of the RDF, just automating some communication and data-gathering practices. In either case, this would mean a significantly smaller overall design–reality gap.

· Incremental/step-by-step approach: This is another way of looking at avoiding the perils of over-ambition. Instead of computerizing and integrating all modules at once across the whole RDF, the project design would have been better advised to take an incremental approach. This could have been incremental in terms of modules: computerizing the HR function first, then moving on budgeting once HR was successfully completed. If that still appeared too ambitious, the project could also have been incremental in terms of services: focusing just on the navy, say, and then rolling out a module to the other services once the navy module was proven to work well. The incremental approach breaks down the overall design–reality gap into smaller individual elements.

· Participation: The IIS project was conceived by a small clique of senior officers. It would potentially have been better if a broader range of stakeholders had been involved in the process. In that way, a richer sense of reality would likely have been incorporated into the project's design, resulting in a smaller overall design–reality gap. However, the design of this technique may itself be mismatched to RDF realities, which neither involve nor value participative approaches to any great degree.

Specific gap closure recommendations

These are actions taken on e-government projects that can help specifically to reduce gaps on a particular dimension:

· Objectives and values: There is relatively little that could be done specifically about this dimension. The project design incorporated a very top-down approach to project implementation, that virtually imposed the system on middle and lower ranks. The reality of their objectives and values could perhaps have been moved a little towards the design through clear and interactive communication that explained the value and role of the information system, and that listened to concerns. However, this – in itself – is an approach that is out of synch with the autocratic and centralized way of working in RDF. The only true way to address the objectives and values gap would have been to design a quite different e-government system that did not conflict with existing motivations, interests and culture. Email might be one such system, since everyone likes and needs to communicate with others and since email is flexible enough to support a range of different objectives and values.

· Staffing and skills: A broad range of awareness-raising and training activities should have been initiated in order to address some of the competency gaps identified above. The problem of poor/absent contract, change and project management skills was less tractable since many were not available in the country. Training could have gone some way to help, but many of these skills can only be developed in reality through experience. So, should the RDF have looked for help outside the country? There are two problems here. First, the fact that external consultants can quite often be poorly in touch with national and organizational realities, so their designs mismatch those realities – you reduce the staffing and skills gap at the expense of increasing other dimensional gaps. Second, e-government applications in security and defense are highly sensitive: few governments would welcome foreigners. The only solution is to reduce the scope and ambition of the design so it requires fewer/lower competencies, and so comes closer to reality.

Action recommendations
All of the above represent retrospective recommendations: ways in which the project could have been better implemented if it had recognized design–reality gaps earlier. Some of these are not of much use to the existing project, since they essentially argue that this was the wrong project, and that RDF should have started with a completely different e-government application. Some, however – incrementalism, better communication, training – could be used to try to rescue IIS.

Activities
In-class: If you were involved with both of these cases, how would you go about ascertaining the content of ‘design’ and the content of ‘reality’?

Group class: Read through both cases and summarize what you feel are three key lessons for e-government.

Group class/assignment: Use design–reality gap ideas to explain why the first of these e-government cases was largely successful while the latter was largely unsuccessful.

10A.6 Sample Evaluation Form for eGovernment Prototypes

(This section links from the Activities section of Managing and Implementing eGovernment, Chapter 10.)

This section provides – in Figure 10A.5 – an example of a form that can be used for the evaluation of prototypes of an e-government application (adapted from Kendall and Kendall, 2005:161).

Activity

Group assignment: Identify other forms for evaluation of prototypes from the information systems literature. Examine the differences and similarities to this form.

	PROTOTYPE EVALUATION FORM



	Observer name:


	Date:

	System/project name:


	Organization/location:



	Program name:


	Version:



	User name
	

	Period observed
	

	User reactions
	

	User suggestions
	

	Innovations
	

	Revision plans
	


Figure 10A.5 Sample prototype evaluation form for e-government
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