Chapter 3 Online Appendix

This appendix provides greater guidance on issues raised in Chapter 3 of Managing and Implementing eGovernment.

Longer Group Activities

Activities marked [I] are seen as most suitable for in-class group work. Activities marked [A] are more likely to need some period of assigned activity outside of class.

Section 3.2 

[I] Go onto the Internet and find three e-government Web sites. Classify each site according to the stage model described in Box 3.3 in the main text. What difficulties do you face in undertaking this classification? What conclusions do you draw about the model?

[A] Select a state/province or country. In small groups, identify the main external items of legislation and procedure that will shape e-government strategy formation in public agencies within that location.

Sections 3.2–3.3 

[A] Obtain an e-government strategy document from a public sector organization. In small groups, analyze the document in order to identify any hybrid elements in (a) the process of strategy formation; (b) the content of the strategy; and (c) the strategy's implementation plans.

Section 3.3

[A] Identify two teams for the following debate topic: ‘Rational textbook approaches to e-government strategy have no place in the public sector.’  Teams should prepare their presentations as a homework activity, and conduct the debate in the following session.

3A.1 Supra-Organizational Strategy

(This section links from Managing and Implementing eGovernment, Section 3.1.)

The main text in Chapter 3 focuses principally on e-government strategy at the level of individual public agencies. However, it does draw examples from a number of levels, showing that e-government strategy can be planned at levels higher than individual agencies; for example across several public sector organizations (see Boxes 3.2 and 3.4 in the main text). Some of these higher levels are discussed in this section.

Government-wide eGovernment Strategy

There is sufficient commonality of activity within government (if not across the whole public sector) to provide a rationale for government-wide approaches to e-government. This rationale has been recognized by many governments.

Singapore, for example, has had an IT strategy for the whole Civil Service since 1981 that segued into an eGovernment Action Plan in 2000 (Siew and Leng, 2003). The result to date has been single portal access to all main government data and key transactional services; strong usage of e-government by local citizens and businesses; a broad e-services infrastructure of networks and payment/authentication services; common data systems across government; and a skilled, informed workforce. Critical success factors have been identified as the presence of a central agency for strategic planning, coordination and promotion of e-government; the standardization of software development methods allowing IT staff mobility; and a substantial investment in staff skills.

However, this type of heavily centralized approach begun in the 1980s may be almost unique to Singapore, and dependent on factors such as Singapore's small size, its history of strong top-down government, its cultural homogeneity, and the homogeneity and history of pro-technology attitudes. (And even Singapore has moved towards a more hybrid model since the 1990s.)

In other countries, the path to top-level e-government strategy has been slower and harder. A typical pattern is that illustrated by Figure 3A.1 with an example in Box 3A.1 (developed from Bishop, 2001; Wolfe, 2001).


Figure 3A.1 Government-wide e-government activity
Box 3A.1

The Ebb and Flow of Government-Wide IT Management in Norway

In the first phase, from the beginning of the 1960s and lasting until the end of the 1970s, there was a clear focus on central control, with emphasis on controlling costs and technical quality. A central computing council authorising computer acquisitions was in operation from 1961 to 1979. …

The second phase started around 1980 and lasted through the decade. The report on government computing was followed up by government decisions (finalised in 1982) strongly favouring decentralisation, with little emphasis on standardisation or on coordination with the municipalities. In this period the responsibility for computing was clearly placed within each agency. …

The third period, lasting from approximately 1990 onwards can be seen as a period attempting to reintroduce coordination. A major attempt was the national programme for computing infrastructure. (Sørgaard, 1997)

This third, recentralizing phase – based around units of the Ministry of Labor and Government Administration – has had to deal with the expectations of independence generated during the decentralized phase (Sørgaard, 2003). As a result, there is the expected emphasis on facilitation rather than command, and there has been the not unexpected outcome of one step forward, one step backward. Centrally funded infrastructure is not always used to full capacity; centrally funded demonstrator projects do not always have the intended catalytic impact; attempts at imposing a ‘one-size-fits-all’ portal model have had to be redesigned to allow more flexibility (Gnassi and Sundholm, 2001). However, there has been a value in sharing experiences and ideas; and some consensus agreements on data and other standardization have been achieved.
In the centralized, pre-strategic phase, there were strong systems of hierarchical control. Central government IT bodies often had what amounted to absolute power over all government computer systems: controlling their purchase, their specifications, their management; in some cases even owning them. IT was just used for clerical automation functions, and neither the technology nor information were seen as strategically important.

In the decentralizing, non-strategic phase – which typically began some time in the 1980s – individual government departments began to slip the leash of central control. They used their own budgets and own staff to purchase and introduce systems, especially PC-based systems. Central IT bodies came to have less and less real power: their remits would often belatedly catch up with this changing context.

Many governments are now in a phase of attempted recentralization that began around the mid-1990s as the terminology and potential of ‘e-government’ began to emerge. Here, there are tensions between the recognized benefits of a strategic government-wide approach versus the practical constraints and problems of such approaches. Central IT bodies feel the need to decentralize, but – with so much power now vested in individual agencies – such attempts often resemble taking 50 dogs for a walk: time-consuming chaos with lots of barking and little ability to move in a consistent direction. 

The result is that many central bodies find themselves having to adopt a hybrid approach and a hybrid language. Hence, the remit for New Zealand's eGovernment Unit uses not a language of control and regulation but, instead, a language of ‘facilitating’, ‘leveraging’, ‘coordinating’, and even the rather sad outside-the-party-and-not-invited activity of ‘watching progress’ (Boyle and Nicholson, 2003).

In many cases, new central bodies have been created in order to separate strategy making from implementation, to make the transition from IT to information systems focus easier, and in order to avoid the legacy of bad feelings that often surrounds the previously controlling role of original central IT bodies. In the 1990s, for example, the UK created a Central IT Unit (subsequently re-incarnated in the Office of the e-Envoy and then e-Government Unit), which took a number of strategic government-wide roles away from the long-standing Central Computer and Telecommunications Agency, leaving the latter with a more advisory and implementation role that, arguably, was too weak to sustain it as an independent entity and which then led to it being subsumed within the Office of Government Commerce.

Typical hybrid activities of a central government IT bodies are (Cabinet Office, 2000, Boyle and Nicholson, 2003, d'Auray, 2003):

· encouraging a strategic framework of priorities for e-government;
· development of advisory/recommended policies, standards or guidelines for technological infrastructure (such as the UK's e-GIF: electronic Government Interoperability Framework), for procurement practices (e.g. tendering), for data management (e.g. privacy, security, metadata/XML), for web site look and feel, and for other e-government best practices (e.g. financing, development, IT staff recruitment/retention);
· oversight of procurement for certain types of e-government application (oversight is discussed further in Box 3A.2);
· negotiation of government-wide prices for common products and services;
· creation of secure, government-wide infrastructure through which individual e-government applications can be linked;
· taking a lead on pilot e-government projects and on involvement with international initiatives;
· development of government-wide portals that integrate existing web resources provided by individual executive departments and agencies;
· support for e-government skills development such as needs analysis, curriculum development and training provision;
· facilitating the creation of cross-government experience-sharing groups.

Some or all of these listed elements may become part of government-wide strategy. Examples include Canada's Government On-Line initiative, the 2002 US eGovernment Act, Australia's Better Services, Better Government e-government strategy and New Zealand's E-Government Strategy.

Box 3A.2

Central Agency Oversight

A number of OECD countries have introduced or strengthened oversight functions for a central government agency since the 1980s in an attempt to reduce the number of heavyweight e-government project failures. In the UK, for example, ‘Gateway reviews’ were introduced in 2001 as mandatory oversight for all major central e-government projects (Cross, 2002b). Although run by the central Office of Government Commerce, it is somewhat hybrid in that certain review responsibilities fall onto the project team within the agency or agencies involved.

The review consists of six review decision points:

· Gate 0: A pre-feasibility assessment of fit with government objectives, and availability of resources.

· Gate 1: Review of the project's business case.

· Gate 2: Examination of the procurement process.

· Gate 3: Review of the contract decision.

· Gate 4: A pre-commissioning check that the system and organization are ready to go live.

· Gate 5: Evaluation of benefits and value, plus an opportunity to learn lessons that can be passed to other agencies.

‘Although the reviews are confidential, the lessons feed into the development of best practice.’ (Cross, 2002b: 40).

Two points are worth noting. First, that many such strategies have been classically hybrid: the 2002 US Act arguably amounted to little more than the sum of its decentralized e-government projects. Initial proposals for strong centralization (e.g. through a powerful federal CIO (Chief Information Officer)) got watered down (i.e. hybridized) by agencies that would be damaged by centralization (Atkinson and Leigh, 2003).

Second, that the more centralized of these strategies have found a major gap between strategy and implementation. For example, not just in Norway but also in the US, Canada, UK and other countries there has been only patchy take-up of centrally planned government-wide IT infrastructure. As another example, the proposed US$200 million central e-government fund in the US suffered death by a thousand cuts to end up implemented at just US$5 million.

Another recent hybrid trend has been the creation of collaborative government-wide structures. The US Clinger-Cohen Act of 1996 fits this pattern (Wolfe, 2001) in its creation of the cross-agency CIO Council. The UK followed suit with creation of its eChampions group within government. Although official, these groups tend to operate fairly informally, often taking on a facilitative or advisory role. In some cases, membership may be voluntary. Their emphasis has been less on setting standards and imposing regulations, and more on an organic process of sharing knowledge, learning, and providing advice and guidelines on emerging, cross-cutting issues at the e-government/reform interface (Internet use policy, e-procurement, e-authentication, etc.).

Finally, some current strategies and their attendant structures have been hybrid in looking at very specific government-wide initiatives. Specificities may relate to data (e.g. setting geographic data standards), applications (e.g. standardizing fixed asset information systems), sectors (e.g. coordinating e-government systems in the criminal justice system) or issues (e.g. the digital divide). Although still very difficult to achieve, these are aided by their relatively narrow focus and by their strong involvement of representatives from individual user departments.

National Information Society Strategy

Moving up one further level, governments around the world have been creating strategies relating to information and IT across their whole country: not just government, but all spheres of the economy and society. These strategies have a bewildering variety of names, but their overall objective has generally been to maximize the national economic and social benefits made available by IT developments. An example is given in Box 3A.3.

Box 3A.3

Australia's Strategic Framework for the Information Economy

Australia's Strategic Framework for the Information Economy is a typical example of a national information society strategy. It outlines four priority areas for strategic action (DCITA, 2004: 10–11):

1. Ensure that all Australians have the capabilities, networks and tools to participate in the benefits of the information economy:

- Develop the networks and capabilities needed by people living in regional communities, Indigenous Australians, older Australians, people with disabilities and others facing economic or social barriers to participation in the information economy.

- Strengthen collaboration and capabilities in SMEs, not-for-profit organisations and key industry sectors to facilitate their participation in the information economy.

- Promote investment in broadband infrastructure, content, capabilities and networks in regional areas and in key industry sectors.

2. Ensure the security and interoperability of Australia's information infrastructure and support confidence in digital services:

- Protect Australia's critical infrastructures through effective partnership between public and private sectors.

- Improve the culture of security in both public and private organisations.

- Promote security research and development and improve capabilities for analysis of security threats and vulnerabilities.

- Develop and implement a national electronic authentication framework covering both private and public sectors.

- Protect personal privacy and consumer interests in the information economy.

- Ensure the interoperability of Australia's information infrastructure through effective partnership between public and private sectors.

3. Develop Australia's innovation system as a platform for productivity growth and industry transformation:

- Build an innovation culture through improved access to education and skills development.

- Maintain a globally competitive business environment for innovation.

- Achieve global scale and critical mass in priority research areas.

- Develop ICT research networks as a platform for enhanced national and global research collaboration.

4. Raise Australian public sector productivity, collaboration and accessibility through the effective use of information, knowledge and ICT:

- Develop governance and business arrangements that ensure accountability, efficiency, transparency and integration.

- Develop an Australian Government ICT investment and interoperability framework to support integrated services.

- Develop collaborative approaches across government that promote the creation, sharing, protection and accessibility of information and knowledge.
The Australian example illustrates features found in many such strategies. There is a dual focus on development of both IT consumption (the use of IT locally, e.g. by government or by business) and IT production (the creation of IT locally, e.g. as part of the country's ‘innovation system’). Almost all IT consumption strategies include measures aimed at crossing the digital divide; at rapid diffusion of e-commerce; and at IT-enabled public sector reform through e-government. In recent years, as in the Australian example, there has been increased emphasis on security; an issue discussed further in Chapter 6.

Development of infrastructure in its widest sense is a key element: not just the technological infrastructure of computers and telecommunications, but also the human infrastructure of skills and knowledge, and the institutional/legal infrastructure of committees, agencies and laws.

The measures used to deliver on the national vision cover a wide spectrum: from exhortation to legislation; from facilitation to regulation. Legislation alone is placing a significant burden on government, as shown in the example in Box 3A.4. The implications of some of these policies are discussed further in Chapter 6.

Box 3A.4

Legislation for an Information Society

Malaysia has had an ambitious plan to develop as an information society. This has required it to develop and pass a whole series of laws within a relatively short space of time, including (NITC, 2002):

· Digital Signature Act: Supporting the growth of e-commerce in the country by making digital signatures legal and by providing for creation of certification authorities.

· Telemedicine Act: Supporting and regulating the use of IT-based delivery of health care information.

· Computer Crimes Act: Making various computer crimes legally punishable offences.

· Amendment to Copyright Act: Bringing IT-based material under the purview of existing copyright protection.

· Communications and Multimedia Act: Regulating communications using electronic media from economic, technical and social perspectives.

· Evidence Act: Providing guidelines on the admissibility of electronic documents in court.

· Data Protection Act: Providing guidelines on data privacy and accessibility.

Nor has the introduction of legislation been plain sailing. Most western governments face many of the data-related tensions identified in Chapter 6. E-commerce legislation, for example, has run into conflicting pressures from the private sector on the one hand, seeking privacy and market-based solutions, and government security agencies on the other, seeking access and control.

Inter-Government Strategy

At the very top of the tree, there are inter-governmental e-government strategies. If government-wide strategies are problematic, then inter-government strategy is even more of a challenge. Nevertheless, with the emergence of regional economic and political blocs, inter-government strategic planning of e-government systems is increasingly on the cards.

The European Union, for example, has incorporated such ideas into a set of eEurope Action Plans (Liikanen, 2003). These have had to follow a hybrid approach, recognizing the lack of legal powers to impose on individual nations, and recognizing that ‘substantial differences remain in the culture and administrative systems of Member States’ (ibid.: 71). There has therefore been a focus on informal, flexible content such as setting overall policy objectives, benchmarking between governments, and exchange of best practices.

More challenging have been the attempts at enabling greater e-government interoperability between nations. One example is the SPACE (Single Point of Access for Citizens in Europe) program. This has aimed to maintain an EU-wide database of information on citizens, supporting the explicit aim that citizens should be able to move and reside freely and easily within any of the member states. Differing approaches and priorities in different governments have made this a difficult goal to achieve, though there has been progress in creating some of the legal and security digital infrastructure, and in creating other foundational aspects and pilot applications.

Activities
In-class: ‘Trying to develop a government-wide e-government strategy is pointless: individual agencies are too powerful and have too many problems of their own to address.’  Discuss in pairs then plenary.

In-class: Develop a short list of pros and cons of oversight processes for e-government projects.

In-class: How important is IT consumption and production to the future health of your nation? Consider, then discuss in plenary.

Group class: Working in small groups, visit the web site of a central government IT/e-government body that provides a list of responsibility areas. What pattern do these seem to reflect: (a) government-wide strategic planning or a lack of such planning; (b) a centralized, decentralized or hybrid approach to e-government systems across government?

Group class: Working in small groups, locate a national information society policy as a web document. Compare it to the Australian example and general description provided in Box 3A.3 and the surrounding text. In what ways is it similar? In what ways is it different? Are there some components you perceive to be missing from the policy?

Group assignment: In small groups, review the history of government-wide IS/IT responsibilities for one particular national government. To what extent does it follow the pattern identified in Figure 3A.1?

Assignment question: Identify a real-world example of one of the following:

· a government-wide e-government strategy;

· a national information society strategy; or

· an inter-government e-government strategy.

Analyze ways in which your selected strategy can and cannot be described as a ‘hybrid’ approach.

Practitioner: What is the status of government-wide management of e-government in your country? Is there a genuine government-wide e-government strategy or not? Is government-wide activity currently dominated by the centralized, decentralized or hybrid approach? How does this impact e-government planning in your organization?

Practitioner: If you are not already subject to central agency oversight, what would you see as the pros and cons of its introduction?

3A.2 eGovernment Stage Models

(This section links from Managing and Implementing eGovernment, Section 3.2.)

As noted in the main text, this book – in Chapters 2 and 3 and in the Online Appendix to Chapter 6 – presents a number of different ‘stage models’ that can be applied as benchmarks for e-government and/or the management of e-government. In this section, one other view on stages will be presented; one that looks at the formal management strategies for e-government and divides those into four stages, summarized in Table 3A.1.

Table 3A.1 Stages of management strategies for e-government

	
	Stage 1
	Stage 2
	Stage 3
	Stage 4

	Title
	Automation
	Optimization
	Re-engineering
	Transformation



	Change
	Changing the technology from manual to IT via automation
	Changing applications by rationalizing data structures and work processes
	Changing the organization by redesigning data structures and work processes
	Changing the organization by completely transforming data structures and work processes



	Organizational focus
	Operational/

clerical level
	Tactical management level
	Strategic management level


	Clients (and/or ‘competitors’)

	Typical management issue
	Getting the e-government systems to work and stay working
	Controlling the e-government systems costs and staff
	Coordinating e-government systems across the whole organization
	Harnessing e-government to meet the needs of organizational clients



	View of information
	Little recognition of information
	A management tool
	An organization-wide resource
	A strategic/

competitive resource



	In lay terms
	Efficiency: doing the same things in the same ways but faster or cheaper
	Incremental effectiveness: doing the same things in better ways
	Radical effectiveness: doing the same things in radically different ways
	Transformation: doing new things


Let us take the example of a government’s Bureau of Statistics:

· In the Automation phase, it undertakes its first computerization. Once collected from the field, statistical survey data is typed by clerical staff onto a computer instead of being held on paper. Tabulations are now performed by the computer and not by hand.

· In the Optimization phase, the survey forms and data entry screens are simplified, and networked computers are placed in regional offices. This enables direct entry of data by field staff instead of central entry by a pool of clerical staff at headquarters.

· In the Re-engineering phase, survey questions are redesigned to provide the information that is actually required by the Bureau and its clients. In the past, by comparison, data had been gathered regardless of whether or not it was required. The computer systems of the separate sectoral analysis departments are also redesigned and linked. This means that all data sets are available across the whole organization and that there is little duplication of data between departments. A new central analysis department is created to analyze cross-sectoral trends.

· In the Transformation phase, the bureau is renamed the Statistical Services Agency. It has outsourced much of its data gathering and has set up a commercial unit that provides income-generating statistical services for foreign and domestic private firms. These services include an annually updated CD-ROM of national data sets; access to certain national data sets via the Internet; and an online analysis service for the provision of customized trend analysis and reporting.

Stage models like this and the others mentioned above are very attractive. They package reality into a neat series of steps that are easy to grasp, and they provide an easy basis for comparison between public agencies. However, there are some serious shortcomings, too, of such models:

· Private sector origins: Almost all the stage models, even if given an ‘e-government’ logo, are private sector in origin. They therefore face the problems of public–private difference outlined in Chapter 1.

· Homogenization: There is a tendency to take the whole organization as the unit of classification in such schemes; yet there can be great differences in different parts of the same public agency. Equally, and related to the previous point, models make no allowances for different types of organization. Thus, web stage models fall down in their assumption that all government agencies deliver services to the public, which they don't (NAO, 2002).

· Time frame: Necessarily, the stage models are an interpretation of the past; of what is perceived to have already happened in some organizations. Though it may be our only guide, the past is not necessarily a very good guide to the future: to what is going to happen next in organizations. This (also related to the previous point) is reflected in the criticism that models may be useful descriptions of the past for some ‘average’ organization, but they are poor prescriptions for the future of any specific public agency.

· Focus: because of their simplicity, stage models are very attractive management devices; certainly the four-stage web model appears ad nauseam in management and academic writing about e-government. The problem may be that they are directing attention at the wrong issue; for example, focusing officials on getting to the next stage of e-government, and not getting them to ask whether e-government is worthwhile in the first place, and what public value it is delivering.

Activities
In-class: ‘The public sector would be better off without e-government stage models.’  Discuss in pairs then plenary.

Group class: Look at the different stage models described. Analyze the ways in which they are similar and different. Is it possible to develop a single combined stage model of e-government, or do the different models actually focus on quite different issues? Would a single model be more or less likely to suffer from the four shortcomings identified?

Practitioner: Where would you place your own organization in the stage model presented above? What implications does this suggest for future developments in e-government? What bigger issues might you miss by focusing on a stage model?

3A.3 Network Strategic Planning

(This section links from Managing and Implementing eGovernment, Section 3.2.)

Alongside strategic planning for e-government, and strategic planning for telecommunications, the computer networks within a public sector organization can be planned strategically. This section discusses a strategic approach to network planning.

There will be a strong overlap between this kind of networking strategy and any organizational e-government strategy. Indeed, for some public agencies, networking strategy is just one part of their broader e-government strategy (e.g. CBC, 2003). However, this is not always so. Because of the increasing convergence between telephony and computer networking, some organizations also place their networking strategy within the wider framework of a telecommunications strategy which (adapted from CCTA, 1989):

· covers the whole organization and all aspects of telecommunications (data, voice, text, etc.), and is closely linked to organizational objectives;
· outlines the services required and how these will be provided and evaluated;
· is co-ordinated with the e-government strategy in areas such as e-government architecture, m-government (mobile-government) and call center development;
· exploits opportunities from all telecommunications technologies (including phone, fax, modem, LAN (local area network), WAN (wide area network), Internet, etc.);
· increases awareness of potential benefits from telecommunications systems;
· sets out technical migration paths;
· defines telecommunications policy in issues such as recharging costs to users, private calls/email/web usage, call/email monitoring, and so on;
· defines criteria, assumptions, funding arrangements and milestones for individual telecommunications projects; and

· identifies telecommunications skills constraints.

Terminology here is a problem. Some public agencies use network and telecommunications interchangeably in their strategic planning because of the increasing digitization of all telecommunications data. Others have a telecommunications strategy that is focused on developing the local city, state or region and which thus extends well beyond the intra- and extra-organizational focus intended here.

Figure 3A.2 Relationships between strategies
Whether it sits within e-government strategy, telecommunications strategy or on its own (see Figure 3A.2), a network strategy will – at least according to an organizationally rational approach – broadly consist of the answers to the three familiar strategy questions:

· ‘Where we are now?’ – an audit of the organization's current network technologies and activities.

· ‘Where do we want to get to?’ – a description of current and future networking objectives and requirements, rooted in the organization's overall objectives. An example is given in Box 3A.5.

· ‘How to we get there?’  – an implementation plan that aims to meet specific networking objectives and, hence, wider organizational objectives.

Box 3A.5

Networking Strategy at the US Department of Justice

The US Department of Justice (DOJ) has a networking strategy that is typical of many larger agencies, and which focuses on the desire to try to recentralize networking after many years of more decentralized efforts; a typical pattern, as noted in the main text of Chapter 2. The strategy has three main elements (DOJ, 2002: 5–6):

· ‘Create a Department network that provides one transport fabric … based on one, DOJ-wide, national backbone network’
· ‘Create a Department network that provides one service fabric … able to support video services, and IP-[Internet Protocol-]enabled voice services with a single network’
· ‘Create a Department network that provides a DOJ-wide approach to protection against external threats’
Planning the actual network strategy is a matter of understanding a number of network issues (Hallberg, 2000; Alter, 2002; Laudon and Laudon, 2005). First in this section, some more general issues are raised; then some more specific technical questions of network architecture and standards are posed. In all cases, these issues can either be addressed from a strategic perspective (of relevance to Chapter 3), or from the tactical perspective of design for an individual network supporting an individual e-government system (of relevance to Chapter 9).

General Issues

Purpose and Nature of Networked Data
Why does the network exist (or why is it being set up), who is going to use it (including an estimate of numbers), and for what purpose? This will determine:

· whether a network is actually required;
· the general type of network-based systems required;
· the type of sources that need to be connected up, that is, people or databases. 

More specific questions about usage will look at the sort of e-government applications the network needs to support (both agency-wide and specific), the ways in which users communicate, and at what type of data therefore needs to be transmitted over the network.

Services

Investigate in more detail the needs and, hence, the additional network services (print facilities, Internet-based services, closed user groups, videoconferencing, etc.) that particular users will require. This may also feed into other questions by ascertaining the frequency of usage of applications/services.

Location

Where are the sources and recipients that the network must connect located? This will determine:

· The general location of network nodes and the scope of the network, for example, whether it will be intranet- or Internet-based.
· Whether there are requirements for mobile computing and remote/wireless access.
· Some of the specifics of network application: if internal users are all in the same building, for example, teleconferencing is unlikely to be on the agenda, but a special group decision support system meeting room might.

This may feed back into other questions, driving home the point that the questions listed here should not be seen as sequential, but as a set of simultaneous enquiries.

Speed and Accessibility
How quickly accessible does the information have to be? This will determine:

· The speed of the network links.
· The specific location of particular network nodes: information from email or web-enabled databases, for example, may be required (or, at least, demanded!) almost instantly, requiring high-speed communications accessible direct to internal or external users' PCs. Information from meetings may be less urgent, allowing a single teleconferencing location within the building.

· The services that need to be made accessible on each network node: email might be available to all, but desktop videoconferencing restricted to a few staff members on a multi-site task force.

Synchrony

Do sources and recipients need to communicate with each other at the same time or not? This will determine the specific type of system chosen. For example, videoconferencing if communication must be synchronous, and email if it can be asynchronous.

Capacity

What is the likely volume of data to be transmitted between sources and recipients? This is partly a function of the number of sources and recipients; of how often they need to communicate with each other; and of the speed requirement identified earlier. It will determine the required average and peak capacity of the network.

Related questions also need to be asked about the transience and role of data, in order to get a sense of how much storage capacity the public agency requires. In almost all cases, the answer these days is: ‘one hell of a lot’.

Connectivity and Interoperability
What different data, software and hardware technologies will have to be interconnected? What existing networks will have to be interconnected? This will determine the standards and protocols that will need to be used, and the requirements for specially designed gateways between systems. A particular issue will be connectivity to non-agency networks: not just the Internet, but other public and private sector networks.

Security

How important and how confidential is the data being transmitted? This will determine the extent of network security measures (e.g. firewalls, encryption) employed, and will affect choices about the use of public (less secure) or private (more secure) telecommunications links, and about the use of mobile (less secure) or fixed (more secure) telecommunications links. Sub-networks may also need to be graded as either open or classified. Many of the issues raised in the main text of Chapter 4 (including contingency planning) will need to be overviewed.

Reliability and Availability
How much of a problem will it be if the network crashes? This will partly determine:

· The type of equipment purchased: Spending more may deliver more reliable equipment, and so too may avoiding the technological leading edge.

· Decisions about building in fault-tolerance: Where availability of service is crucial, organizations may have redundant telecommunications capacity in the system that can be switched in if main equipment fails.

· Decisions about use of external vs. internally owned links: Equipment owned by the organization may be repaired more quickly than that owned by external telecommunications agencies.

· Policies towards repair and maintenance: In general, investing more in staff and skills will lead to faster repair times.

Future-proofing

How are the answers to all the above questions likely to change in, say, two to five years’ time? This will determine either additional capacities that have to be built in from the start, or a requirement for flexibility and scalability to allow the system to grow or shrink to meet different future needs.

Constraints

What constraints are there that may affect the planning and implementation of the network? General constraint areas may include:

· Technological constraints: If parts of the current network cannot be linked or can only be linked imperfectly, this will limit the network's capabilities.

· Legal constraints: Laws and policies from central public bodies may affect the design and operation of a public agency's network.

· ‘Soft’ constraints: Factors such as organizational politics and culture will affect the network.

· Skill constraints: These will affect the plans for network implementation (especially training) and for post-implementation support.

· Financial constraints: The amount of money available now and in the future affects what can be purchased, and the complexity of network design and function that can be contemplated.

· Infrastructural constraints: The availability and quality of public telecommunications will likely affect the design and functioning of any wide area network.

Evaluation of constraints typically leads to strategic decisions, for example about sustainable funding of the agency network, or about training for network competencies.

Management

Decisions about who will provide what systems and services, including decisions about which elements – if any – to outsource, for example hosting of applications to an application service provider (ASP – see Online Appendix to Chapter 5), or network provision to a telecommunications provider. Such decisions will also require direction on the balance between centralization and decentralization to allow in the management of network decisions and activities.

Within this overall framework, then, decisions can be made about implementation and use that provide answers to the who and how of:

· supplying the network equipment;
· installing the network;
· training users;
· operating and managing the network; and

· maintaining and repairing the network.

This will also provide guidance on responsibility and accountability for various aspects of network development and operation. It may require new management structures.

Technical Questions

Network Scope
The location of sources and recipients determines whether a local or wide area network approach is appropriate, and the extent of mobile networking required.

Network Architecture
Peer-to-peer networks are relatively easy and cheap to install and run but have significant performance limitations. Client/server networks are more complex and costly but also potentially far more powerful, reliable, secure and scalable for future growth: they form the basis for the vast majority of e-government networks.

Network Topology
This defines the way in which devices are physically connected relative to each other. There are three main types, though combinations can be made:

· Star: A single host at the center, with each node linked by a single, separate line; illustrated in Figure 3A.3. This is easy to control and expand but completely reliant on the central hub, which can be costly, and limited in the number of nodes that can be added.
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Figure 3A.3 Star network topology
· Ring: Several computers all linked in a ring; illustrated in Figure 3A.4. Each node has a repeater that passes messages on or accepts them for its node. It is relatively cheap because of the lack of a central hub but harder to control and expand. If a node fails, this can lead to network failure.
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Figure 3A.4 Ring network topology

· Bus: Like an electronic road with side turnings to each node; illustrated in Figure 3A.5. It is cheap and easy to install and relatively easy to modify but control is distributed, isolating problems can be hard and it can become limited in its speed of operation.
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Figure 3A.5 Bus network topology

Networking Standards and Speeds
One overarching choice is whether to go for open or proprietary standards. The former are generally recommended because they allow independence of particular suppliers. However, the latter may be chosen where the public sector organization has a close relationship with one supplier. Within open systems standards, there are still differences even of general model, such as those between Open Systems Interconnect (OSI) and the main model used for the Internet: Transmission Control Protocol/Internet Protocol (TCP/IP). Each of these has multiple layers, which – either individually or in groups – may have their own separate standards.

Public sector networks tend to carry a lot of data traffic, and typically need to run at relatively high speeds. However, there are different standards for high-speed networks (which address the lower layers of the more general model); these include:

· ATM (Asynchronous Transfer Mode): A high-speed standard that copes with transmission of digital data of different types between different networks. 

· Frame Relay: A high-speed standard for transmission of digital data sent in small bundles called frames; it is faster than, but lacks the error-checking of, older packet switching standards such as X.25 (these sent data digitally as small packets across ordinary phone lines).

· ISDN (Integrated Services Digital Network): A standard used for the high-speed transmission of digital data over existing public phone lines. It is slower than ATM and Frame Relay, but operates on a pay-per-use rather than their always-on approach. A higher-speed version is Digital Subscriber Line (DSL).

Together with other technological standards for high-speed transmission, these standards are often collectively referred to as broadband.

As described next, e-government networks often mix these high-speed standards for the core of the network with wireless standards for more mobile end-user components such as laptops or personal digital assistants (PDAs). A main standard used for such equipment is Wi-Fi (Wireless-Fidelity). This typically allows usage within a few dozen meters of an access point on the main wired network.

Transmission Media
Various different media – twisted pair cable, coaxial cable, fiber optic cable, microwave, satellite, packet radio, cellular and infrared transmission – exist. They basically differ in two ways:

· Price/performance: Twisted pair cable, for example, is cheaper than fiber optic but generally has a lower data-carrying capacity, is more prone to interference, and cannot carry data for very long distances.

· Flexibility: Wireless media such as cellular and infrared provide greater locational flexibility than wired media, which are tied to certain points.

Different media are therefore likely to be used for different parts of an e-government network: high-speed, high-cost media for the main backbone running through the network; lower-speed, lower-cost and possibly more flexible – e.g. wireless – media for the final connections to computing equipment.

WAN Communications Channels
Public sector organizations wishing to use a wide area network have three main choices of public telecommunications channel:

· Dial-up: Use of the ordinary switched phone network lines, sometimes known as PSTN (public switched telephone network).

· Leased line: A phone network line that is leased for the exclusive use of the organization; this is more costly, but guarantees that the line will always be accessible; it may be faster than a dial-up line.

These basic approaches work slowly, and are typically replaced by a third, higher-speed approach that uses one of the standards mentioned above (such as ISDN or DSL).

Other choices open to organizations include use of VANs (value-added networks) and use of the Internet. VANs provide additional functions ranging from broadband transmission speeds and converting data from one standard to another, up to email, teleconferencing services, and public key infrastructure (see Online Appendix for Chapter 4).

In the public sector, a VAN is sometimes provided by a central government department for use by other agencies. Even so, some public sector organizations are making use of the Internet to carry their wide area data because of its lower costs and greater flexibility. To do this, the public sector organization needs a link to the Internet via a local Internet service provider (ISP). There are a variety of options here:

· Some public sector organizations feel it is worth setting up their own permanently accessible Internet host computer; this is costly but appropriate for heavy Internet use and for those who wish, for example, to set up and manage their own web site.

· Lighter users may find that governments themselves provide Internet services for public sector organizations; the user organization only has to resolve how to connect to the government Internet host.

· In other cases, a commercial provider will be used; commercial providers are generally selected according to criteria of cost, reputation, and services provided.

Security concerns have been addressed through the availability of virtual private networks (VPNs): a WAN that uses the Internet but which gives the public agency the appearance and some of the basic features of its own value-added network.

Network Data and Software
Understanding the purpose and nature of networked information guides what data needs to be shared, and by whom. These and other requirements and objectives will also influence the type of software chosen for use on the network. There are three main types:

· Network-ignorant software: Stand-alone software that is not designed for use on a network. This is rarely found nowadays.

· Network-aware software: Networked versions of stand-alone software. Typically they will do things like lock files to prevent two users trying to change them at once, and control storage of temporary files on other parts of the network. This is the minimum required if software or files are to be shared. This may allow cost savings and greater central control compared to stand-alone versions.

· Network-intrinsic software: This is specifically written to allow the distribution of software functions to different parts of the network. It is the most costly and complex but also most powerful and fastest of the software types. Most current software is of this type. It may allow savings on network hardware by spreading processing loads more evenly and by reducing the amount of data that has to be transmitted over the network.

Where the software allows processing to be distributed, there are further issues to be resolved:

· How should data processing be distributed over the network? Choice between different processing architectures is a matter of cost, control, flexibility, processing load and available hardware.

· How should other software functions be distributed? Where other software applications are network-intrinsic then, as with data processing, different functions can be located on different parts of the network. The choices range between putting all functions onto workstations to putting them all on central servers. Network-aware software can just be placed either on a server or on a local workstation. The primary criteria used in making these decisions are the same as for distribution of data processing.

Network Operating System
Different network operating systems (NOS) may differ in aspects such as management tools, ease of operation, security features, interoperability and price. They may provide shared network-based services, such as data backup and virus scanning. If a new NOS is being purchased, the software vendor will also be assessed for their skills, reputation, etc. In other cases, the NOS may be an in-built part of operating systems already in use in the organization. Besides the NOS, more specialized communications software may need to be obtained, for example, such as firewalls to provide security for links to the Internet.

Network hardware
Where new computers have to be bought to help run the network, their components must be specified according to the requirements for speed, data storage, and reliability, within constraints such as cost. This must also be gelled with software/service requirements described above to work out what applications will be hosted on what computers.

Reliability and availability requirements will also affect choices of backup equipment. The following, for example, are listed in rough increasing order of system reliability:

· Tape backup: A separate tape drive commonly used to provide a copy of server data.

· Disk mirroring and duplexing: Duplication of a server's disk drives that allows the duplicate to continue operating if one drive fails; this provides greater reliability than tape backup.

· Server mirroring: Holding a duplicate server in reserve in case the main one fails; the duplicate runs constantly and records all the main server's data.

· RAID (redundant array of inexpensive disks): A fault-tolerant system that uses several hard disk drives across which data is spread; software ensures that, if one drive fails, data can be automatically reconstructed.

In some cases, these can be split off into a storage area network: a separate computer network linking various storage and backup devices.

Network Connection Hardware
Connecting computers to the network will require either a modem for connection to an analogue network, or a network interface card for connection to a digital network. Connecting other devices to the network, such as a printer or web cam, can be done via a computer or directly using a specialized interface device. Connecting multiple devices to a single communications channel helps reduce networking costs, and is done using devices such as multiplexers and concentrators. Connecting separate networks together increases the span of sources and recipients, and is done with combined hardware/software devices such as bridges, routers and gateways.

Networked Hardware
A decision must be made about which hardware items to share over the network. Typical shared items include printers, computer fax, scanners, communications devices such as modems, and so on. Sharing can reduce overall costs, but may reduce flexibility. Choices are therefore a matter of cost constraints, volume of use and the need for personal control.

The Physical Network
Almost all the decisions identified above relate to the logical or virtual aspects of the network. However, some decisions also have to be made about the location of the physical components of the network, for example, the cabling/ducting and network access points.

Network Strategy in Practice

The same points apply to network strategy as apply to e-government strategy more generally. A hybrid approach works better than a top-down rational approach:

Network design is not really an exact science. Getting it right immediately is nearly impossible, even with the best design tools and resources available. This is because every network has different demands placed on it and these demands often interact in surprising ways. Moreover, predicting what new demands will be placed on the network over time, how users will use the network resources, and what other changes you may have to make is almost impossible. The entire situation is both fluid and chaotic. … The real point is this: network design is a process and often an iterative process.’ (Hallberg, 2000:150)

Activities
In-class: Discuss in greater detail what a hybrid approach to network strategic planning means for a public sector organization.

Group assignment or practitioner: Undertake a mini networking strategy by first selecting a new network-based e-government system that seems appropriate for a particular public sector organization. Consider in turn each one of the network planning issues listed in relation to the selected system:

1 purpose and nature of networked data;
2 services;
3 location;
4 speed and accessibility;
5 synchrony;
6 capacity;
7 connectivity and interoperability;
8 security;
9 reliability and availability;
10 future-proofing;
11 constraints; and

12 management.

For each issue, note down an answer to the main question that is posed as it relates to the e-government system you have chosen. Then make notes – as far as you are able – on the other components of each issue that your answer helps determine. Seek some technical assistance with your answers and notes if you need to. At the end, you should find that your notes represent an outline plan and design for the network needed to support the selected e-government system.

Group assignment: Identify a network on which you can obtain a fair degree of detail (in a public agency, in your study institution, or from some other source). How were all the network design decisions answered for that network? Are there other important aspects of network design that are missing from the list above?

3A.4 Budgeting for eGovernment

(This section links from Managing and Implementing eGovernment, Section 3.2.)

The main text's ‘golden rule’ (a variant of the ‘follow the money’ adage about government) is a reminder of how important budgeting is in shaping the environment for e-government. The difficulty is that there is a perceived clash between public sector budgeting norms and e-government requirements, as summed up in Table 3A.2 (HPG, 2001a).

Table 3A.2 Traditional government budgeting versus high-value IT investments
	Focus of Traditional Government Budgeting
	Characteristics of High-Value IT Investments

	Single-year (or biennial) expenditures
	Multi-year investments

	Program-by-program performance
	Enterprise or cross-boundary performance

	Financial costs/benefits
	Financial and non-financial costs/benefits

	Level of effort within existing workflows
	Changes in the flow of work

	Ongoing operations
	‘Start-up’ operations

	Control
	Innovation


Issues about lack of money are discussed in the main text in Chapter 5, but the issues here are broader ones of standard operating procedures, even cultures, that surround public sector budgeting. Of course, there is a logic behind traditional budgeting, some of which chimes with the risk reduction ideas mooted in the main text in Chapter 10.

Nonetheless, the friction between e-government and public sector budgeting norms must be recognized. eGovernment is not alone in developing a head of steam for reform of budgets. Ideas for new procedures that try to hybridize private sector innovations within public sector frameworks include (adapted from HPG, 2001a):

· Make some link between budget decisions, e-government expenditure and organizational plans: Both strategic planning and cost/benefit analysis are criticized in the main text as often being rational smokescreens that hide a more politicized reality. However, this is not an argument to abandon all hope of rationality in budgeting; or to retreat to the ‘fixed percentage of total budget allocated for IT’ approach that some agencies have adopted as a way through the political minefield. There must be some sense of what senior officials in an agency want to achieve with its money, and then relating this to e-government spending. Agencies are increasingly advised to focus their spending (especially e-government funds) on ‘public value’: viewing citizens as the key stakeholder and driving spending towards public benefits. Whether these ideas can be aligned with political agendas in practice is another matter.

· Adopt a portfolio approach to e-government spending: In many ways, the portfolio approach is just another name for the type of e-government strategy outlined in the main text of Chapter 3. Behind the portfolio notion, though, lies the hope, not yet fully realized, that e-government projects – taken together – will display positive emergent properties. Put more simply, this is the idea that the whole of a portfolio of e-government projects will be greater than the sum of the parts. Hence, for example, opportunities for ‘one-stop government’ will only emerge once a whole set of e-government systems is put in place; systems that – taken individually – might not seem particularly financially (or politically) attractive. In addition, a portfolio approach enables the type of prioritization and opportunity cost techniques described in the main text.

· Adopt alternative approaches to cost/benefit analysis: The flaws of traditional cost/benefit analysis and the call to measure benefits in terms of public value were noted above. A more subjective approach is described in Chapter 9. Other alternatives include use of the balanced scorecard, which fits well with the hybrid philosophy by taking both internal and external, quantitative and qualitative perspectives on change; and use of activity-based costing, which attempts to trace all direct and indirect costs associated with delivery of a particular public service.

· Provide cross-department, cross-year funding: The larger the e-government project, the larger the risk. Even so, the potential organizational, personal and PR/political benefits that can accrue from bolder projects mean they still proceed – some drawing different departments and agencies together; others seeking fundamental change that must necessarily be multi-year. If agencies are serious about such projects, they must alter budgeting to fit. New, centralized budget lines are required to make cross-departmental projects work. Such plans will meet the kind of barriers to centralized initiatives outlined in Chapters 2 and 3. There are equal barriers to multi-year budgeting, which – in the main – simply cannot be accommodated by conventional public sector accounting. The US government has been able to develop a few ‘no-year’ budgets for e-government, but generally governments have had to move outside the traditional budgeting framework and adopt more innovative approaches such as loans, bonds, and use of private finance; all of which bring their own particular challenges.

Activities
In-class: Discuss why public sector budgeting procedures are the way they are.

Assignment question: Evaluate the pros and cons of traditional public sector budgeting in support of the e-government agenda.

3A.5 Balancing Rationality and Reality in eGovernment Planning

(This section links from Managing and Implementing eGovernment, Section 3.3.)

As well as being a balance between central and local, a hybrid approach to e-government planning can also be a balance between textbook rationality and political reality in the public sector. This section explores this issue in a bit more detail by considering two extreme positions on a continuum of e-government strategies, as summarized in Figure 3A.6. Each of these extremes will be described in turn.
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Figure 3A.6 One continuum of e-government strategies

Using eGovernment to Support Organizational Rationality
In this approach, new e-government systems are intended to assist or create organizationally rational activities within the organization. They may thus be used:

· to provide information for formal decision making that would speed up decisions or reduce their uncertainty, and/or

· to overcome or eliminate human limitations and subjective elements in decision making.

Let us take the example of public decision makers seen using personal judgment in decisions. The response might be to introduce an automated decision-making system in order to remove the subjective elements.

The applicability of IT-based systems could be seen as potentially very wide ranging, since organizational rationality is potentially very wide ranging. In a way, this approach holds a blueprint of what it sees as best organizational form, and it tries to use e-government applications to create – or even impose – that form.

Organizational rationality may ignore factors that contribute critically to organizational effectiveness. Nevertheless, if successful, this approach to e-government may bring significant organizational benefits because organizationally rational forms are often organizationally efficient and effective. However, as already described, the reality of many public sector organizations diverges significantly from organizational rationality. Large design–reality gaps and frequent e-government project failures may therefore be seen with this strategy.

Using eGovernment to Support Organizational Reality
In this approach, new e-government systems are intended to assist existing activities within the organization. They may thus be used:

· to provide information of political value in decisions;
· to provide a rich variety of information, for instance, about new solutions;
· to support informal processes and personal agendas;
· to cope flexibly with different decision/communication types, individual styles and contexts; and/or

· to act as a symbol that legitimizes the process of management and the work of managers.

Let us take the example of public decision makers seen to use communication to provide informal information and to build personal support networks. The response might be to introduce an improved electronic mail system in order to increase the speed and range of informal contacts.

The applicability of IT-based systems is potentially more limited within this approach, since many of the informal, subjective, political processes of the organization are not amenable to computerization. If successful, this use of IT-based systems is likely to bring only limited organizational benefits. However, design–reality gaps will be smaller and likelihood of success is therefore greater.

A Hybrid Approach
We can summarize the first approach as being: potentially high organizational benefit but high risk of failure; and the second approach as being: lower organizational benefit but lower risk of failure. As explained, these are extremes on a continuum. Somewhere in the middle is an approach that seeks to move towards rationality incrementally, as shown in Figure 3A.7.


Figure 3A.7 Moving incrementally towards rationality
Let us take the example of public decision makers seen using bounded rationality in their decisions: in other words, limiting their range of inputs and responses. The response might be to use a  new IT-based system to guide them to a greater number of alternatives for consideration. The extent of change, size of problems, and chances of failure will be a compromise between the two extremes.

In the initial stages, it might be hard to disentangle this third approach from the second extreme described above. To put this another way, those who advocate the use of e-government systems to support current reality in public agencies may do so either:

· because they reject the organizationally rational perspective as incorrect and unworkable; or

· because they accept the organizationally rational perspective, but feel the best way to achieve it is in a step-wise manner. For this group, the agency's first step will be to successfully introduce IT throughout the organization. This is best achieved by using IT to support all of the agency's existing activities.

Of course, for there to be a difference in approaches, there must be a gap between organizational rationality and organizational reality. Some public sector organizations may operate according to the tenets of organizational rationality. For them, an approach that supports organizational reality will also support organizational rationality.

Activities
In-class: Discuss which a public manager would be more likely to adopt: a low-risk, low-benefit strategy, or a high-risk, high-benefit strategy.

Practitioner: Think about the described strategies for e-government in relation to your own organization. Note down which approach comes closest to describing what happens: a rationality-imposing approach, a reality-supporting approach, or a hybrid approach. Can you relate the selected approach to the described outcomes in terms of extent of change, organizational benefits, and risks of failure?

References

Alter, S. (2002) Information Systems, 4th edition. Upper Saddle River, NJ: Pearson Education.

Atkinson, R.D. and Leigh, A. (2003) ‘Customer-oriented e-government: Can we ever get there?’, in G.G. Curtin, M.H. Sommer and V. Vis-Sommer (eds), The World of E-Government. New York: Haworth Press. pp. 159–81.

Bishop, S. (2001) ‘Outsourcing and government information technology strategy’, in R.B. Heeks (ed.), Reinventing Government in the Information Age. London: Routledge. pp. 253–70.

Boyle, B. and Nicholson, D. (2003) ‘E-government in New Zealand’, Journal of Political Marketing, 2 (3/4): 89–105.

Cabinet Office (2000) e-Government: A Strategic Framework for Public Services in the Information Age. London: Cabinet Office.

CBC (2003) E-Government and ICT Strategy. Chesterfield: Chesterfield Borough Council.

CCTA (1989) Telecommunications Planning. London: Central Computer and Telecommunications Agency.

Cross, M. (2002b) ‘Why do government IT projects go wrong?’, Computing, 12 September: 37–40.

d'Auray, M. (2003) ‘The dual challenge of integration and inclusion: Canada's experience with Government Online’, in G.G. Curtin, M.H. Sommer and V. Vis-Sommer (eds),  The World of E-Government. New York: Haworth Press. pp. 31–49.

DCITA (2004) Australia's Strategic Framework for the Information Economy 2004–2006. Canberra: Department of Communications, Information Technology and the Arts.

DOJ (2002) Telecommunications Strategy. Washington, DC: Department of Justice.

Gnassi, B. and Sundholm, E. (2001) ‘Government information services in the 21st century’, paper presented at the 11th Nordic conference ‘Information and Documentation’, 30 May–1 June, Reykjavik.

Hallberg, B. (2000) Networking.  Berkeley, CA: Osborne/McGraw-Hill.

HPG (2001a) Imperative 4: Improve Budgeting and Financing for Promising IT Initiatives. Cambridge, MA: Harvard Policy Group on Network-Enabled Services and Government, Kennedy School of Government.

Laudon, K.C. and Laudon, J.P. (2005) Essentials of Management Information Systems, 6th edition. Upper Saddle River, NJ: Prentice Hall.

Liikanen, E. (2003) ‘eGovernment: an EU perspective’, in G.G. Curtin, M.H. Sommer and V. Vis-Sommer (eds), The World of E-Government. New York: Haworth Press. pp. 65–88.

NAO (2002) Government on the Web II. London: National Audit Office.

NITC (2002) Cyberlaws. Kuala Lumpur: National IT Council.  http://www.nitc.org.my/resources/cyberlaw.shtml.

Siew, L.S. and Leng, L.Y. (2003) ‘eGovernment in action: Singapore case study’, in G.G. Curtin, M.H. Sommer and V. Vis-Sommer (eds), The World of E-Government. New York: Haworth Press. pp.19–30.

Sørgaard, P. (1997) ‘Co-ordination of IT: needs, obstacles and experiences’, paper presented at the ICA conference ‘Integrated Service Delivery: Changing the Role of Government’, 26–30 October, Sydney.

Sørgaard, P. (2003) ‘Co-ordination of e-government’, paper presented at IFIP WG8.6 working conference, 6–8 October, Copenhagen.  http://asp.cbs.dk/ifip8-6/.

Wolfe, L. (2001) ‘Transforming accountability for government information technology projects’, in R. Heeks (ed.), Reinventing Government in the Information Age. London: Routledge. pp. 389–427.

Organizational rationality





Current reality





Network strategy





Telecommunications strategy





eGovernment strategy





Information systems emphasis





IT Emphasis





Against


strategy





Towards


strategy





Non-strategic phase





Pre-strategic phase





2000s





1960s





Degree of centralization








PAGE  
219

_1034766750.doc
��� EMBED Word.Picture.6  ��������������




_1176811782.doc


Supporting organizational rationality







Supporting organizational reality












